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1  | All quiet on the ISIS front?

Introduction
In May 2016, the Secretary of State for 
Defence, Michael Fallon, appeared to put 
to bed rumours of a pending British troop 
deployment to Libya1 with the statement 
that: “we do not intend to deploy ground 
forces in any combat role. Before engaging 
in any military operation in Libya, we would 
of course have to seek an invitation from 
the Libyan Government, and would also 
have to involve this Parliament.”2 

Unfortunately, this came three months 
after claims had begun to surface in the 
British media that Special Forces were 
spearheading a “secret war” against ISIS 
in Libya, with British troops operating 
alongside their US and French counterparts 
on the ground.3 It was also two months after 

a conversation between US lawmakers 
and King Abdullah of Jordan, which 
indicated that British Special Forces had 
been operating in Libya since at least the 
beginning of 2016.4

These media revelations generated 
parliamentary rumblings about secret wars,5 
with the Chairman of the Commons Foreign 
Affairs Committee calling government 
responses to parliamentary requests 
for more information: “so narrow as to 
be wholly and deliberately misleading 
to the uninformed reader.”6 They also 

world of interconnectivity poses a distinct 
challenge to the idea of secret warfare, 
with governments fast losing the ability to 
guarantee blanket opacity, even for the 
special operators that are most prized for 
their subtlety. 

While this is just one example, our research 
suggests that this is indicative of a rising 
trend in British defence and security policy – 
secretive yet growing military commitments 
in areas where the UK is not generally 
considered to be at war, but where the 
UK faces threats from groups like ISIS 
in Iraq, Syria and Libya, al-Shabaab in 
Somalia, or AQAP (al-Qaeda in the Arabian 
Peninsula) in Yemen. Instead of deploying 
regular British troops to the front lines, 
increasingly it is British Special Forces who 

and military advisers and trainers also 
playing important roles. This is light-footprint 
remote warfare, which can take place on 
the front lines or with the UK in a supporting 
role. Consistently, however, there is only 

parliamentary scrutiny, even in the face of 
information leaks and media speculation.

creates opportunities when it comes to 

threats. But our research suggests that 
this is not a simple relationship whereby 
more secrecy automatically brings greater 
strategic advantages. Indeed, in an age 
when leaks of information are seemingly 
inevitable, demand for political accountability 
is high,7 and trust in politicians and the wider 
expert community is low,8

leaks of information to the media may be 
creating a host of unintended consequences.

The analysis in this report will argue that 
the prevailing tendency towards secrecy 
is creating an accountability gap that 

over the use of force. In addition, it does 
not always appear to make strategic sense. 

its own narrative for British military action 
overseas, while potentially fuelling popular 
feelings of distrust in government war-

invariably surfaces. Our research shows that 
the UK is currently performing worse than 
many of its allies when it comes to publicly 
commenting on its actions, or opening 
up its policies to scrutiny. In doing so, the 
government is neglecting the strategic 
advantages that greater transparency can 
bring, in favour of narrowly looking at greater 
access to information as a security concern.

There is of course a balance that needs to 
be struck between the need for secrecy to 
provide security and the need to open up 
the choices of government to the scrutiny 
and debate that is so pivotal for a healthy 
democracy. However, those who decide 
that balance need to take into account the 

policies on the assumption of complete 
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secrecy is increasingly untenable – and 
government control over the timelines for 
increased access to information about the 

slipping.

This creates a need for change, whether 
it is the lack of oversight or the lack of 
control that alarms you the most. Warfare is 
changing, and the way that people access 
information about warfare is changing. 
Government policy needs to keep pace. 

A golden age of remote warfare?

“Western nations engage in 
counterinsurgency for limited stakes, which 
leads to inevitable tensions between what 
the military thinks is required on the ground, 
in terms of methods or resources, and 
what the population is ready to accept back 
home.”

- Etienne de Durand, analyst at the 
French Institute of International Relations9

On 21st of September 2001, then-President 
of the United States, George W. Bush, stood 
in front of a joint session of Congress and 
declared that America would “direct every 
resource at our command – every means 
of diplomacy, every tool of intelligence, 
every instrument of law enforcement, every 

weapon of war – to the disruption and to the 
defeat of the global terror network.”10 

Declaring that “Americans should not expect 
one battle, but a lengthy campaign, unlike 
any other we have ever seen”, Bush ushered 
in an era of war in Iraq and Afghanistan,11 
which then broadened into the pursuit of “al 

12 in Yemen, Somalia, 
Libya, and now in Syria and Iraq against 
ISIS.13 

In evidence given to a 2016 Joint Committee 
on Human Rights (JCHR) investigation, 

Britain is “not in a generalised state of 
14 

Nevertheless, mapping reports of UK military 

ISIS Fighter (image credit: Voice of America/ Wikimedia Commons)
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action over the last three years generates 
a list of countries and activities with striking 

under its own war on terror.15 

Far from limiting military engagement to 
its authorised air war against ISIS in Iraq 
and Syria, the UK government appears to 
have also signed off on military activities 
in places like Libya, Somalia, and Yemen, 
and has been able to sidestep the lack of 
authorisation for boots on the ground in Syria 
and Iraq by using Special Forces. Evidence 
suggests that there are far greater British 
military commitments across the world than 
have been openly discussed.

This war is mostly carried out covertly. With 
the exception of the UK drone strike against 
Reyaad Khan,16 the UK-assisted drone 
strike against Mohammed Emwazi (aka 
Jihadi John),17 the presence of UK forces 
in the operation room for Saudi air strikes 

against Yemen,18 and the presence of UK 
troops embedded in the US military at Camp 
Lemonnier,19 none of the events on the map 

the UK government has responded to these 
reports on UK Special Forces (often referred 
to in this report as SF) activity, it is only to 
reinstate that “
is not to comment on Special Forces.”20

Politics appears to be a key driver of the 
development and use of remote warfare by 
the British government. The controversy 
surrounding the 2003 invasion of Iraq cast 
a “long shadow” over British foreign policy, 
as well as parliamentary and public trust in 
the deployment of British troops.21 Over a 
decade of engagement in Afghanistan has 
also created a certain war-weariness among 
the British public, and a high level of risk-
aversion in Parliament. The legacy of both 
campaigns loomed large in August 2013, 
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when the government was defeated in the 
House of Commons on a vote proposing 
military action in Syria.22 

It is clear that there is currently a dilemma 
for governments wanting to confront credible 
threats to UK security against the backdrop 
of low popular support for the commitment of 

recently noted, the increasing terrorist 
threat means the “frontline has irretrievably 
altered.”23 Social media allows groups across 
the world to plan, enable and inspire groups 
in other countries to carry out attacks, while 
individuals are connected through networks 
that disregard state boundaries. 

In 2013, a Ministry of Defence (MOD) study 
discussing how to maintain operations 
despite a “risk averse” public was leaked. 
The document suggested, among other 
things “investing in greater numbers of SF.”24 
This advice appears to have been followed. 
In the 2015 National Security Strategy and 
Strategic Defence and Security Review 
(SDSR) the government pledged to double 
investment in Special Forces and to double 

25 

In the 2010 SDSR, the UK government 
committed to “focus on areas of comparative 
national advantage valued by key allies, 
especially the US, such as our intelligence 
capabilities and highly capable elite forces.”26 
This was echoed in the 2015 SDSR which 
stated: “our special relationship with the US 
remains essential to our national security. 
It is founded on shared values, and our 
exceptionally close defence, diplomatic, 
security and intelligence cooperation.”27 
Secretive remote warfare in support of British 
allies appears to be set as a rising trend for 
many years to come.

However, opting for greater secrecy in 
response to greater risk aversion is not 
without its drawbacks. The argument that 
this may be tempting the government into 
sending the wrong sort of force to escape 
scrutiny is part of a broader debate about 
the effectiveness of remote warfare that is 
too large for this report. Nonetheless, the 

information is leaked or interviewees choose 
to talk candidly to journalists about UK 
support on the ground is real, and deserves 
further discussion.

Secret war in an information age

“We must expect intense scrutiny of our 
operations by a more transparent society, 
informed by the speed and range of modern 
global communications. Our enemies will 
continue to attack our physical and electronic 
lines of communication. And the growth of 
communications technology will increase 

society directly. We must therefore win the 
battle for information, as well as the battle on 
the ground.”

- Securing Britain in an Age of 
Uncertainty, the Strategic Defence and 
Security Review 201028

The assumption that removing war from 
public and parliamentary debate allows 
governments to counter threats regardless of 
public opinion is prefaced on the increasingly 
outdated premise that governments can 
control access to information about UK 
military action abroad. However, in a world 
dominated by smart phones, social media, 
and burgeoning access to the internet, the 
current policy of limited transparency may 
end up exacerbating the low levels of public 
trust in military interventions that secretive 
warfare is assumed to avoid.

One of the major warnings to come out of 
the Iraq Inquiry (also known as the Chilcot 

misrepresentation of the facts had done 
long-term damage to public trust in politics.29 
When information surfaces in the media 
that appears to contradict government 
statements about where it does and does 
not have a military presence, it could serve 
to undermine public and parliamentary trust 
further.

Indeed, The Times, The Daily Mail, The 
Daily Telegraph, The Daily Mirror, The Daily 
Express, The Sun, The Guardian, The 
Observer, The Daily Star Sunday, and The 
Sunday Mirror each ran stories on UK plans 
to deploy troops to help stabilise Libya30 long 
before the eventual proposal to send 1000 
troops on a potential training mission was 
announced (and then subsequently dropped) 
in April 2016.31 
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“a small number of embedded UK pilots 
have carried out airstrikes in Syria against 
ISIL targets”32 while operating under US 
command, even though Parliament had 
refused to authorise British military action 
in the country. As Ross Hawkins, BBC 

not all of them on opposition benches.”33  

In a climate when the government already 
feels like military options abroad are being 
constrained by risk aversion, the proposition 
that minimising the disclosure of these 
operations may serve to exacerbate those 
constraints deserves careful consideration. 
One major scandal could result in huge 

engagement abroad, as could a steady drip 
of media information that raises suspicions 
and fuels accusations of government 
deception.

It would be better to address government 
policy before any such crisis point is 
reached. The information age works both 
ways – connecting people to a wider range 
of ideas and sources of information, while 
also creating a more powerful platform for 
people to communicate with each other. 
Shaping and projecting narratives have 

but the growing interconnectedness that the 
information age brings has catapulted the 
importance of this soft power and information 
shaping to prominence in military and 
political debates.

The 2010 SDSR made this point very clear, 
speaking of the need to “win the battle for 
information, as well as the battle on the 
ground” and acknowledging that “a more 
transparent society” aided by “the speed and 
range of modern global communications” 
would submit British operations to intense 
scrutiny.34

Protestors outside Westminster on the day of the parliamentary vote authorising strikes in Syria (image 
credit: Alisdare Hickson/ Flickr Creative Commons)
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Refusing to comment on UK military 

information is available in the public domain 
means that the government ends up handing 
over the narrative of UK military engagement 
to others. This puts direct constraints on the 

counter-narratives in the face of uncontrolled 
leaks and media speculation. Forfeiting 
the ability to discuss, justify, or disprove 
accounts that appear in the public domain is 

to erode the legitimacy or credibility of UK 
military action abroad. 

Again, there is a balance that needs to be 
struck between the need for secrecy to 
provide security and the need to open up 
the choices of government to scrutiny and 
debate. However, existing policies do not 
appear to take into account the fact that, in 

on the assumption of complete secrecy is 
increasingly untenable – and the government 
is not necessarily in control of the timelines 
for increased access to information about the 

The accountability gap

Aside from the fact that secret warfare is 
becoming increasingly unsustainable with 
such high levels of access to information 
across the world, developing oversight 
mechanisms so that they keep pace with 
changes in warfare is also, arguably, a 
fundamental part of maintaining the health of 
British democracy.

In the US, there is talk of “a longstanding 
trend: a growing disconnect between 
American society and the armed forces that 
claim to represent it,”35 which has grown 
worse throughout the war on terror. In an 
interview with Dan Sullivan, a Republican 

now in this country is that you have to level 

our military forces are doing… Because 

best way to get American support.”36

parliamentary vote in 2003,37 successive 
governments have supported the move away 
from what they called an “outdated” model of 
intervention where the decision to go to war 
sits with the Prime Minister and the Cabinet 
alone, arguing that a move towards greater 
transparency and accountability was pivotal 
for a 21st century democracy.38 

Over the last few years, a convention of 
seeking Parliamentary approval before 
the deployment of troops abroad has 
developed – also known as the War Powers 
Convention. This was arguably present 
from as early as 2011, when Parliament 
approved UK military action in Libya.39 
However, the August 2013 vote when the 
government failed to get parliamentary 
support for intervening in Syria (and then 

considered to be the moment that the 
40 This gained 

further credence when the government 
sought approval in September 2014 for its 
operations in Iraq against ISIS.41

The opacity of remote warfare stands against 
this convention and the wider commitment 
to subject UK military actions abroad to 
parliamentary oversight. While deploying 
troops would usually trigger a parliamentary 
vote,42 this commitment does not capture the 
many elements of remote warfare, which are 

or assisting roles.43 

However, the lethal strike against UK citizen 
Reyaad Khan shows that what starts out 
as a non-combat intelligence mission can 

got capabilities like armed drones that can 
do both. On top of this is the fact that Special 
Forces have a blanket exemption from 
parliamentary oversight or public disclosure, 
whether they are advising, assisting, or 

stands as testament to how far modern 

evolution of mechanisms to monitor and 
scrutinise them.

External scrutiny is a necessary partner of 
internal oversight, particularly to prevent the 
sorts of group-think and political dominance 
criticised in the Chilcot report.44 Civil liberties 
lawyer Ben Jaffey reported that, in his 
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experience, when one judge is in charge 
of saying “yes” or “no” to an operation 
but is dependent on the government for 
their access to information, which often 
lacks a satisfactory challenging argument, 
they may be unable to fully consider their 
judgements.45 

UK policy is not currently keeping pace with 
changes in the way that wars are being 
waged. This has created an accountability 
gap that allows remote warfare to take place 
largely unscrutinised and with only limited 
public disclosure. This report covers three 
areas of UK engagement abroad in which 
this transparency and accountability gap are 
particularly clear and problematic:

1. Where the UK is using armed drones 
to conduct intelligence, surveillance, 
and reconnaissance missions over 
areas where it is not considered party 

disclosed or voted on in Parliament. 
This is in line with the treatment of other 

fall under the War Powers Convention. 
However, there is now also a precedent 
for the UK to use these armed drones 
to carry out targeted strikes, such as 
the one that killed Reyaad Khan in 
Syria, when parliamentary authorisation 
had not been given for British military 
engagement in the country.46 This raises 
questions about the policy governing 
these decisions, as well as whether 
the existing War Powers Convention is 
strong enough to cover the increasing 

missions.

2. Where the UK carries out operations with 
Special Forces rather than with regular 
troops, parliamentary authorisation or 

them to operate in combat roles in 
countries where Parliament has not 
voted on military action,47 as well as in 
places where the relevant authorisations 

of UK troops in ground combat 
operations.48 In addition, scrutiny is 

held policy not to comment on Special 
Forces49 and the weakness of the 
Defence Advisory Notice System,a which 

surfaces in the media about their use.

3. Where the UK provides capabilities to 
allies rather than taking an active lead 
in operations, it does not necessarily 
need to report them to Parliament. For 
example, in 2015 it was revealed that 
a small number of UK pilots embedded 
with the US military had carried out 
airstrikes in Syria against ISIS targets 
before parliamentary authorisation was 
given.50 This allows the government 
to have troops involved in combat 
without having to declare a UK role in 
offensive missions, and without having 
to bring their engagement to a vote in 
Parliament. 

a The Defence Advisory Notice System is the non-
legally-binding system that the UK government 
uses to advise the media about whether 
publishing material they receive about SF might 
be harmful to national security. In addition to 
Special Forces, the system covers information 
on military operations, nuclear and non-nuclear 
weapons and equipment, ciphers and secure 
communications, sensitive installations and home 
addresses, and UK Security and Intelligence 
Services. (http://www.dnotice.org.uk/danotices/
index.htm)
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Case 1: the use of 
armed drones

Introduction

the use of force is changing at the moment 
is the use of drones for targeted killing. In 
areas where the UK currently considers 

(after parliamentary approval in December 
2015) Syria, the UK government is relatively 
transparent about its use of drones, and 

appears to treat them on the same basis 
as other manned aircraft. Indeed, in a letter 
dated 6th October 2016, the government 

would be covered by the War Powers 
Convention.51 

killed in Syria before parliamentary approval 
for UK operations was secured, shows that 
there are differences in approach between 
the use of drones and the use of manned 
aircraft when it comes to targeted killing (see 
box below).

What is Targeted Killing?

by Philip Alston, the Special Rapporteur on extrajudicial, summary or arbitrary executions, as: “the 
intentional, premeditated and deliberate use of lethal force, by States or their agents acting under 

not in the physical custody of the perpetrator.”52 

between targeted killing and “extrajudicial execution”, “summary execution”, and “assassination” 
is that while “in most circumstances targeted killings violate the right to life, in the exceptional 

53

The term does not appear in international law and 
was popularised by Israel who made a public policy 
of “targeted killings” of alleged terrorists in Occupied 
Palestinian Territory after the Second Intifada in 
September 2000.54 This policy was publicly criticised 
by many countries, including the US. When discussing 

strategy in July 2001, the US Ambassador to Israel 
warned “The United States government is very clearly 
on record as against targeted assassinations. …They 
are extrajudicial killings.”55

However, now the US is one of the biggest conductors 
of “targeted killing.”56 Since the 9/11 attacks and the 
beginning of the war on terror, the US has targeted 

Forces in kill or capture missions and the use of 
drones in lethal strikes against such individuals.57 The 

Navy SEAL raid in May 2011 against Osama bin Laden and the drone strike against the American-
born Yemeni cleric, Anwar al-Awlaki, are probably two of the most well-known examples of this 
policy in practice.58 

It also appears that the UK is using these techniques. In 2013, it was reported that “British Special 
Forces have been in the forefront of targeted killing campaigns in Afghanistan and Iraq, and British 

59 There are also reports of UK forces 

before parliamentary authorisation.60

dominant counter-terrorism tactic is working. 

The national security team monitoring the  
progress of Operation Neptune Spear, the   
Special Forces mission against Osama bin    
Laden (image credit: Pete Souza, Wikimedia 
Commons)



9  | All quiet on the ISIS front?

The difference lies in the dual-use of armed 

operations – which can change from one 
to the other very quickly, and without prior 
parliamentary approval. Drones provide 
the UK government with the ability to 
conduct intelligence, surveillance, and 
reconnaissance missions for prolonged 
periods over suspected targets in areas 

As with other “non-combat” deployments, 
these missions do not fall under the War 
Powers Convention or require recourse to 
Parliament. 

However, the strike against Khan showed 
that a precedent has now been set for the 
UK to use these armed drones to carry out 
targeted strikes in these same areas, even 
without a prior vote in Parliament. This raises 

systems of oversight are able to keep up 

drone operations in areas the UK does not 

Faltering government 
transparency

On 21st August 2015, Khan was killed by 

drone,61 possibly with targeting assistance 
from UK Special Forces.62 The strike also 
killed Ruhul Amin, another UK national, and 
Abu Ayman al-Belgiki, a Belgian national.63 
Khan had been threatening to attack UK 
targets;64 however, the strike was particularly 
controversial because it occurred months 
before parliamentary approval for the use of 
military force in Syria, which was not given 
until December 2015. 

In September 2014 the House of Commons 
had approved the use of force in Iraq but 
explicitly stated: 

“this motion does not endorse UK air strikes 
in Syria as part of this campaign and any 
proposal to do so would be subject to a 
separate vote in Parliament.”65

A month later, the MOD announced it would 
send drones for surveillance missions over 
Syria but said that, as these were not in 
an offensive capacity, they did not require 
parliamentary approval.66 The MOD said “no 

UK Reaper missions have been conducted 
in Syria other than for surveillance purposes. 
No authority has been granted for the 
discharge of weapons from UK Reaper 
aircraft operating in Syrian airspace.”67 

During the debate on the use of force in 
Iraq on 26th September the previous year, 
the then-Prime Minister, David Cameron, 
reserved the right to strike within Syrian 
national territory “if there were a critical 
British national interest at stake or there 
were a need to act to prevent a humanitarian 
catastrophe.” In those circumstances, he 
said he would “act immediately and explain 
to the House of Commons afterwards. I am 
being very frank about this because I do not 
want to mislead anybody.”68 

As promised, Cameron announced to 
the House of Commons at the earliest 
opportunity that the UK had undertaken a 
lethal strike in Syria against Khan during 

that the strike represented a “new departure” 

asset has been used to conduct a strike 
in a country where we are not involved in 
a war.”69 This was welcome transparency, 
and showed a willingness to voluntarily 
disclose information about a policy that many 
commentators would go on to call “extremely 
alarming.”70

However, after the initial announcement, very 
little additional information was given about 
the strike. In response, the JCHR launched 

killing, but the Prime Minister and Attorney 
General, Jeremy Wright Q.C., refused to 
give evidence. Instead, a somewhat vague 
memorandum,71 and evidence from the 
Defence Secretary, Michael Fallon, had to 

of questions, including fundamental things 
such as the types of people targeted by the 
UK, the similarities and differences of the UK 
and US policy and the people involved in the 
decision to kill Khan, stating: “I am not able 
to discuss intelligence matters.”72

In October 2016, the government responded 

example, it would not disclose “the grounds 
on which the government considers the 
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Law of War to apply to a use of lethal force 

“this is a hypothetical question.73 

Since then, the government has opened up 
the Khan strike to scrutiny by the Intelligence 
and Security Committee (ISC), but there are 
reports that it has not been given enough 
information to do a proper investigation.74 
When questioned by the Liaison Committee, 
Cameron admitted that, although the ISC 
has been allowed to examine the intelligence 
that prompted the strike, “ministers 
would retain the right to withhold some 
intelligence.” Andrew Tyrie MP, chair of the 
Liaison Committee, stated:

Intelligence and Security Committee will 
not be able to do a thorough job. The Prime 
Minister should reconsider his decision to 
prevent the ISC from looking at information 
on the military aspects of the drone strikes. 
Unless he permits this, the ISC will be 
incapable of providing reassurance to 
Parliament and the public that the strikes 
were both necessary and proportionate.”75

Harriet Harman MP argued that it was 
“unacceptable” that the Prime Minister had 
given the “impression …that he is allowing 
the ISC to scrutinise the targeted killing of 
Reyaad Khan” when in fact “he is clearly 
frustrating the scrutiny work of the ISC 
who he appointed and who are all security-
cleared.”76 

At the time of print, it appears that ISC 
has still not been provided with enough 
information to make these judgements. In 
February 2017, it was reported by The Times 

with the information it had been provided on 
the attack in its report to 10 Downing Street. 
The ISC felt it was not provided enough 
information to make a judgement, especially 
on how well the government had assessed 
the potential for “collateral damage” or how 
“imminent” the threat posed by Khan was.77

A big turnaround for government 
transparency occurred on 11th January 2017, 
when UK Attorney General Wright made 
a speech at the International Institute for 
Strategic Studies (IISS) outlining when the 

An RAF Reaper drone (Defence Images/ Flickr Creative Commons)
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UK believes “it is lawful to use force in self-
defence.”78 Previously, the government had 

legal advice completely.79

Nevertheless, a lot remains unknown. For 
example, Wright maintained that he would 

problematic, as it leaves outsiders with only 
a hypothetical understanding of how the 
law is being applied, rather than evidence 
provided from cases. A number of experts 
commented that greater information about 
the evidence that informed lethal strikes 
would reassure the public and provide the 
means for more effective accountability.80 

The government has also maintained high 
levels of secrecy over UK drone operations 
outside declared warzones. Before 
parliamentary approval of strikes against 
ISIS in Syria, Tom Watson MP asked “how 
many of the remaining UK Reapers in 
Afghanistan will be redeployed to support the 
coalition mission against the Islamic State of 
Iraq and ISIL.”81 The government refused to 
answer citing reasons of security – however, 
it was willing to give similar details for its 
operations in Iraq.82 

In February 2016, Catherine West MP asked 
“how many operations UK Reaper drones 
have undertaken in Libyan airspace this 
year”; to which the government replied that it 
“has a long-standing policy not to comment 
on intelligence matters.”83 In September 
2016, Richard Burden MP asked “whether 
the UK is currently using armed Reaper 
drones outside of Iraq and Syria.” Mike 
Penning MP, Minister of Defence, replied 
saying: “I am unable to provide further 
information on the deployment of Reaper 
as its disclosure would, or would be likely 
to, prejudice the capability, effectiveness or 
security of the Armed Forces.”84 As Jennifer 
Gibson, Staff Attorney at legal charity 
Reprieve, notes, the UK government “has 
never admitted to where it is taking strikes. 
Nor has it acknowledged how many strikes it 
has taken.”85 

Confusion over government 
policies

adopting better transparency measures, as 

over what their policy surrounding targeted 
killing is. This gives rise to speculation about 
whether or not the government has properly 
understood their responsibilities under 
International Humanitarian Law (IHL) and 
International Human Rights Law (IHRL), with 
potentially damaging consequences for its 
international legitimacy.

In his announcement of the Khan strike, 
Cameron claimed to be “exercising the 

adding that there “was clear evidence of 
the individuals in question planning and 
directing armed attacks against the UK.”86 
However, this announcement differed from 

Permanent Representative also invoked the 
defence of Iraq – stating that the strike was 
done in the “exercise of the inherent right of 
individual and collective self-defence” and 
adding “ISIL is engaged in an ongoing armed 
attack against Iraq, and therefore action 
against ISIL in Syria is lawful in the collective 
self-defence of Iraq.”87

memorandum to the JCHR also invoked both 

a lawful use of force in the individual self-
defence of the United Kingdom and the 
collective self-defence of Iraq.”88

necessarily irreconcilable – and it is 
possible that “an armed attack may be 
directed against a State and its allies 
simultaneously”89 – they draw attention to 

Director of the Government Communications 
Headquarters (GCHQ), Sir David Omand, 
agreed with the UK government position but 

statement several times” to try to square 

90 

The distinction matters because if the UK 
was acting in collective defence of Iraq 
and itself as part of its war with ISIS then 
the strike would be considered part of a 

a state and non-state group. This would 
mean that IHL would apply, which allows the 
use of lethal force against “combatants” or, 
civilians performing “a continuous combatant 
function” by playing a sustained role in 
hostilities, as part of the normal laws of war.91 
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However, if the strike was taken in self-
defence – outside of Iraq where it was a 

primary body of law governing UK action.92 

the European Convention on Human Rights 
and the International Covenant on Civil and 
Political Rights. Central to IHRL is the right to 
protect against the “arbitrary” deprivation of 
life and  basic 
right.93

strike, a letter from the Government Legal 
Department asserted that the strike in Syria 

and crossing over into Syria, at present. The 
United Kingdom is not currently participating 
in coalition air strikes within Syria (but is 

in Syria by the RAF on 21 August 2015 was 

armed attack on the United Kingdom in 

attack were participants. The fact that the 
United Kingdom had not up to that point 
conducted any air strikes on Syrian territory 
provides no basis for the assertion that this 
action took place outside the context of 

military operation which was consistent with 
international humanitarian law.”94

However, in the aftermath of the strike, 
both Cameron and Fallon argued that the 

in an area in which we were not previously 
95 Cameron 

also said the strike was not part of coalition 
military action against ISIL in Syria but a 
target strike “to deal with a clear, credible 

home.”96

The MOD said in response to a Freedom 
of Information (FOI) request from Drone 
Wars UK that the strike was not part of 
Operation SHADER (the codename for the 

now in Iraq and Syria). It stated, after listing 

parliamentary approval for the use of military 
force in Syria that “[t]his does not include the 

one Reaper strike in Syria mentioned above 
[the Reyaad Khan strike]. This is the only 
weapon release to have occurred in Syria 
and was not part of Operation SHADER.”97 

he noted that he had given legal advice “in 
relation to a strike against Reyaad Khan, 
the British national who was a member of 
Daesh, and who was killed by UK forces 
because of the threat that he posed to the 
UK.”98 

have applied, and in fact many experts who 
submitted evidence to the JCHR said it did 
not.99 For example, Alex Batesmith, Barrister 
and Lecturer in Law at the University 
of Liverpool, stated “in the particular 
circumstances of this case it would be very 

an argument that the 21 August strike was 
undertaken in the context of an armed 

100 Caroline Lucas MP also argues: 
“It is now said that the strike took place in 

101

The lack of a public, coherent policy on 
targeted killing may be problematic if the 
government undertakes more strikes outside 

would repeat the strike, Cameron replied: 
“if it is necessary to safeguard the United 
Kingdom and to act in self-defence, and 
there are no other ways of doing that, then 
yes.”102 On 8th September 2015, Fallon was 

he knew an armed attack was “likely”.103 He 
repeated this in his evidence to the JCHR:

“There are other terrorists involved in other 
plots that may come to fruition over the next 

hesitate to take similar action again. [ …] 
our job to keep us safe, with the security 

them down and, if there is no other way of 
preventing these attacks, then yes we will 
authorise strikes like we did.”104

the implications are this are profound, given 
“large numbers of people are allegedly 
planning attacks against the UK.”105 What 
is more, this lack of clarity is not the case in 
the two other states most usually associated 
with targeted killing – the US and Israel (see 
boxes on following pages).
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The US transparency framework

At the end of 2016, the Obama administration released the “Report on the Legal and Policy 

Operations.”106 This 60-page Framework Report, among other things, brought together “explanations 
the Obama Administration has provided” on its use of force “in more than 40 earlier speeches, releases, 

107

These explanations have provided the public with a much better understanding of, for example, who 
is targeted, the process by which they are targeted, the internal and external oversight of the strike or 
capture mission and the legal understandings they are based on. 

hostilities: al-Qaeda (including individuals who are part of al-Qaeda in Libya and al-Qaeda in Syria); 

Afghanistan”; al-Qaeda in the Arabian Peninsula (AQAP); ISIS; and, now, al-Shabaab. It also outlines 
that a High Value Target is an individual posing a “continuing, imminent threat to US persons.”108 

In addition, the US government has explained the process by which these individuals are targeted and 

that “operating agencies”, such as the CIA and Defense 
Department, can formally nominate an individual to be 
targeted.109 They must then submit plans to the National 
Security Staff (NSS) and lawyers across different security 
agencies. 

The Deputies Committee then debates the information 
and weighs up the feasibility and necessity of lethal force. 
A unanimous agreement will decide whether a strike is 
undertaken, and in the absence of one the President decides. 
Within 48 hours of the strike the operating agency must 
provide information, including a description of the operation 
and an assessment of whether it achieved its objectives, to 
the NSS and “appropriate Members of Congress” must also 

The criteria that must be met before a strike takes place include: 

 - The United States will use lethal force against only a terrorist target that poses “a continuing, 
imminent threat to U.S. persons,” underscoring that it is simply not the case that all terrorists 
overseas pose such a threat; 

 - Before lethal action may be taken, the United States must have “near certainty” that the terrorist 
target is present and that non-combatants will not be injured or killed;

 - There must be an assessment that the capture of the target is not feasible at the time of the 
operation and that no other reasonable alternatives exist to address the threat to U.S. persons 
effectively; and 

 -
the action is contemplated either cannot or will not effectively address the threat to U.S. persons.110

As Obama notes in the Framework Report, the US has not provided an “exhaustive discussion of how 
the United States wages war” and does not release some information “consistent with national security.” 
However, as a result of these explanations we know far more about the US policy than, arguably, any 
other country in the world.111

Obama at the National Defense University, 
Washington DC, outlining the US policy 
of targeted killing (image credit: National 
Defense University/ Wikimedia Commons)
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Israeli policy on targeted killing

greeted with widespread criticism. Nevertheless, Israel has been relatively open about its targeting 
policies and has formalised oversight mechanisms. 

In February 2002 Menachem Finkelstein, the judge advocate general of the Israeli Defense Forces 
(IDF), issued three conditions under which targeted killing can take place. Before suspected terrorists 
are killed: 

 -

 - The Israelis must conclude that they would be unable to arrest the individuals themselves

 - And the killing must be done to prevent an imminent or future terrorist attack—not for revenge or 
retribution.112

The Israeli High Court supported these conditions in a strongly worded statement on 29th January 
2002, rejecting petitions calling for an end to targeted killing. Provided these conditions are followed, 
targeted killing is judged to be consistent with Israeli law.113

Israel also hands a list of arrest warrants for militants to the Palestinian Authority before proceeding.114 

Many militants handed themselves in to the Palestinian Authority when informed that the choice was 
arrest, being killed or going on the run.115

In 2005, the Israeli Supreme Court verdict on the legality of targeted killings found the tactic to be 
legal, but insisted on regulating the processes surrounding it.116 The court insisted that targeted killing 
must be a highly selective operation and that the selection of the target must be transparent, the 
justice of the killing immediately apparent and that a full and open investigation should be carried out 
immediately after the operation to ensure it was conducted appropriately.

These criteria appear to have been largely followed. Professor Shlomo Shpiro, a specialist in the study 
of intelligence services in Israel and Europe, argues that “decisions over targeted killing” are: 

“…not taken only within the secret corridors of intelligence. They also involve legal advice, court 
supervision and parliamentary oversight. While not a fool proof guarantee against mistakes, these 

117 

Nathalie Van Raemdonck, Project Manager at the Centre for Cyber Security Belgium, also states: 
“Israeli targeted killing operations are far more exposed to public scrutiny and democratic approval 
than the US ones, as each case is individually authorised by public servants and even requires a 
preliminary attempt to capture the targeted individual.”118
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Conclusions

In its report, the JCHR concluded that 
“although the Government says that it does 
not have a “targeted killing” policy, it is clear 
that it does have a policy to use lethal force 

terrorism purposes.”119

There is a stigma attached to targeted killing 
– especially given its controversial use by 
US during the war on terror. It is therefore 
unsurprising that no politician would like to 
put their name to such a public “targeted 
killing” policy. Add this to the fact that the 
legality of such actions has been questioned 
by a number of human rights groups and 

reticence to release more information is 
understandable. 

However, the UK government does target 
individuals abroad and in doing so it opens 
itself up to a number of accusations and 
legal challenges that may damage the 
legitimacy of UK military action. Greater 
transparency can be used as a tool to 
ensure that strikes are, and are seen to be, 
legitimate.

Moreover, international examples show 
that greater transparency is possible, and 
does not automatically restrict the ability of 
governments to act. While the Israeli and US 
policies of targeted killing have received a lot 
of criticism they are at least far more open 
about their strikes, including why and how 
they are undertaking them. 
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Case 2: the use of 
Special Forces

Introduction

This chapter analyses the contemporary use 
of UK Special Forces (SF), comparing the 
blanket opacity that surrounds them to the 

and exploring some of the consequences 

This is a particularly crucial question as 
their share of combat operations is set to 
grow,120 with investment climbing,121 and 
no immediate end in sight to the complex 
threats that face UK security. 

The British government has long cultivated 
the cloak of secrecy surrounding its SF units 
like the Special Air Service (better known 
by its acronym, the SAS). Originally formed 
during but disbanded after the Second World 
War, it was not long before the government 
once again came to recognise the utility of 
small, secretive, and highly adaptable units. 
In 1947, against the backdrop of spiralling 
violence in Palestine, records state that it 
became clear to the government that “some 
type of special force was necessary, but to 

This would enable the government 

122 That same year, a reserve 
SAS unit (the 21st) was created. By 1959, 
the SAS had added a permanent unit (the 
22nd) and another reserve unit (the 23rd) to its 
ranks.123

Opacity has helped a myth of invincibility to 
grow around the SAS which, while useful 
for generating fear and respect, may not be 
the most reliable yardstick against which to 
measure what the force is actually capable 
of.  Following the Iranian Embassy Siege 
in 1980, the rest of the decade went on to 
become an important period for cementing 

seemingly invincible military units.124 A 
public fascination with the idea of Special 
Forces appears to continue to this day, with 
television shows like “SAS: Who Dares 
Wins”125 where former members of the 
UKSF community put members of the public 
through gruelling SAS-style training. The 
message that is constantly reinforced in the 

media is that UKSF are some kind of super 
soldier: capable of withstanding hostile 
climates, hostile forces, and improbable 
odds.

However, in a recent document put 

Operations Forces (SOF)b by the then-
incoming Donald Trump presidency, SOF 
interviewees highlighted the fact that they 

that do missions that no one else can 
do.”126  They emphasised the fact that some 
missions SOF are currently conducting may 
be better suited to regular forces, and that 
reassigning those missions would free up an 
over-strained and heavily committed SOF 
force to better prioritise their activities.127 In a 
similar vein, a 2010 study that drew heavily 
on US SOF engagement highlighted the fact 
that “simply because SOF can do just about 
anything does not mean they should do 
everything.”128

There is no publicly-available, modern 
description of what UKSF tasks, strategies, 
attributes, or responsibilities are. Instead, 
we have an outdated memo from the 1969 
Ireland campaign, when the MOD reported 
that likely tasks of the SAS were as follows:

b 

Force and SEAL Team 6/the US Naval Special Warfare 
Development Group, Tier 2: the rest of the Navy SEALS 
and the Green Berets), and a broader descriptor of 
Special Operations Forces, which includes regular 
units who support SF (predominantly the Rangers). In 
the US, this distinction is important, as different roles, 
responsibilities, and levels of oversight apply depending 
on who you are talking about within the SF or the wider 

the UK experience. Mostly, the UK is considered not to 
have multiple tiers of Special Forces, with its SAS and 

1 and Tier 2 SF in the American system. It is unclear 

Forces Support Group, as blanket opacity appears to 

network, and there is not a British tradition of using the 
wider term SOF. For this reason, we use the term SF to 
refer to the UK context, and only use SOF when talking 
about the American system, to make it clear when 
the statistics and information that we cite apply to the 
broader US SOF community.
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The wording of these tasks is very much 
focussed on the operations of the day and 
is most likely of limited applicability to their 
current usage. For example when it comes 
to counter-insurgency, leaked UK guidance 
emphasises the fact that SF “should be 
used to complement rather than replace 
conventional units,”130 and should “only be 
employed on high value counterinsurgency 
tasks.”131

role is echoed in NATO doctrine, which 
states that “special operations may 
complement—but must not compete with, 
nor be a substitute for— conventional 
operations.”132 However, in recent years, we 
have seen UKSF acting as the sole UK boots 
on the ground, suggesting that we can only 
currently see a small part of the strategic 
picture surrounding the use of SF.

The SAS and the Special Boat Service 
(SBS) themselves are small, with a few 
hundred personnel.133 This might seem to 
make their opacity a small problem for the 

appears to fall under the blanket opacity 
policy, there is a wider network of forces 
whose actions may also be obscured when 
they are working with SF, regardless of the 

or whether they themselves are Special 
Forces.

Support Group (SFSG) – set up in 2006 - 

Paras (The Parachute Regiment) and the 
Royal Marines. These units train separately, 

They have been reported as working on 
the ground alongside the SBS in places 
like Sirte, Libya in 2016, in connection with 
strikes against ISIS, but when pressed the 
government refused to comment on the 
story.134 

the SFSG is often subject to the same no 
comment policy as UKSF. Fallon stated: 
“When under the operational command 
of the Director of Special Forces, units of 
the Armed Forces attached to the Special 
Forces Support Group are subject to the 
same disclosure policy as other elements of 
the Special Forces.”135 This raises interesting 
questions as to how expansive the UK 
government considers its no comment policy 
to be.

For example, if the no comment policy can 
be extended to cover regular units under 
SFSG when they are on special operations, 
can it be extended to the use of armed 
drones in support of special operations? Or 
to the activities of the Specialised Infantry 

Iranian Embassy after SAS raid (image credit: 
Steve White/ Wikimedia Commons)

a. The collection of information on the 
location and movement of insurgent 
forces

b. The ambush and harassment of 
insurgents

c. 
and demolition parties into insurgent 
held areas

d. Border surveillance
e. Limited community relations
f. Liaison with, and organisation, training 

and control of, friendly guerrilla forces 
operating against the common enemy129
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Battalions, the new arrivals that have been 

pool for other parts of the Special Forces, 
and which are in early stages of set-up at the 
beginning of 2017? In fact, the Government 
has recently indicated that there will be 
certain operations under which these units 
would also fall under the same no comment 
policy, as would any regular unit falling under 
the command of the Director of Special 
Forces.136

In the US, levels of scrutiny and oversight for 

are arranged by the roles and responsibilities 
of the units (see footnote b). However, 
in the UK the same SF units (or regular 
units working alongside SF units) can be 
responsible for highly sensitive counter-terror 
strikes one day, and training and advising 
local allies the next. Treating all of these 
things as equally sensitive and therefore 
equally deniable does not seem logical, and 
having an expansive policy of no comment 
that can cover any unit working to support 
SF would create a loophole that could allow 
the government to obscure a whole host of 
actions that would normally be declared.

This is of particular concern in an age 
where UKSF, and special operations, are 

rolling deployments in countries where the 
UK does not have authorisation for regular 
boots on the ground.

The golden age of Special Forces

“We will more than double our current 
planned investment in Special Forces 
equipment to enhance their ability to operate 
and strike globally in the most hostile 
environments on their own or with our 
closest allies, and in particular to enhance 
their counter-terrorism capabilities.”

- National Security Strategy and Strategic 
Defence and Security Review 2015137

The war on terror has been dubbed “the 
golden age of Special Forces”.138 In the UK, 
the government pledged to more than double 
investment in SF equipment in its latest 
national security strategy.139 This amounts to 

£2 billion of new investment in the capability 
of UKSF, according to the 2015 Spending 
Review.140

In the US, where more statistics are 
available, the picture is even starker. From 
2001 to 2011, funding for their SOF more 
than doubled, from roughly 3.8 billion dollars 
to more than 9.8 billion dollars. Over the 

Operations Command) manpower increased 
by more than 28%, growing from 45,655 to 
58,657 individuals. The command and its 
components were projected to add more 

was achieved by March 2015 when troop 
numbers stood at 69,000.141 This means that 
there has been a roughly 50% increase in 
SOCOM manpower over a 14-year period.

of US SOF personnel deployed overseas 
was 2,886. As of mid-May 2010, these 
numbers had roughly quadrupled, with 
the average number of US SOF deployed 
overseas rising to 12,560.142 In March 2015, 
US SOF were reportedly deployed to over 80 
countries.143 SOF were recently described as 

choice.” They have certainly been insulated 
from the hundreds of billions of dollars that 

plans,144 and new plans seem to suggest that 

Forces — projected at 12,000 — will remain 
deployed around the world.145

The UK appears to have looked to the US 
as a guide for where to direct funds for its 
own military. In the 2010 SDSR, the UK 
government committed to “focus on areas 
of comparative national advantage valued 
by key allies, especially the US, such as 
our intelligence capabilities and highly 
capable elite forces.”146 In 2015 this was 
echoed: “our special relationship with the US 
remains essential to our national security. 
It is founded on shared values, and our 
exceptionally close defence, diplomatic, 
security and intelligence cooperation.”147

Nevertheless, testament to the fact that 
keeping a lid on covert operations is 

information age, our research shows that it 
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is possible to knit together a picture of UKSF 
deployments to places like Iraq, Syria, Libya, 
Yemen and Somalia from open sources. 

Sometimes this takes place on the front 
lines, sometimes the UK plays a supporting 
role. Consistently, however, the UK has 
shown a tendency to be less transparent 
about its use of SF than its allies.148 
Worryingly, the UK government has also 
not articulated a strategy that might knit 
these engagements together into a coherent 
response to the threat of terrorism. 

Libya

In February 2016, UKSF were reported to 
be working alongside their counterparts in 
the city of Misrata,149 as other claims began 
to surface that UKSF were escorting MI6 

and militias.150 

In March 2016, the then-British Secretary of 
State for Foreign and Commonwealth Affairs, 

had been deployed to Libya, but would not 
comment on what they were doing.151 This 
coincided with the release of a leaked memo 
between Jordan and the US that revealed 
that UK SAS troops have been on the 
ground in Libya since at least the beginning 
of the year.152  

In May 2016
destroyed, an ISIS suicide-truck heading for 
Misrata.153 This was followed by reports that 
British Special Forces had been ambushed 

Special Forces, while heading from Misrata 
in the direction of Sirte. The same report 
cited SBS and SFSG plans to join allies in an 
assault on Sirte.154 

By July 2016, recordings of British, French 
and US forces coordinating air strikes from 
a base near Benghazi were released,155 
followed by reports that UKSF had attacked 
IS suicide vehicles, directed assaults and 
provided life-saving equipment to Libyan 
troops in Sirte.156 In one gun battle near 
Sirte, members of the SBS reportedly killed 

157

This was backed up in August 2016 with 
reports that UKSF had reportedly helped 

158 
topped off by interviews with elite US 
personnel that suggested British troops were 
operating alongside them in the city.159

In October 2016, a report suggested that 
the UK is supporting Coalition air strikes 
against ISIS in Sirte,160 and in February 
2017 this was backed up when an interview 

airstrike that reportedly killed more than 
80 members of ISIS in Southern Libya 
referenced the involvement of UKSF in 
gathering intelligence after the strike. 
For example, collecting computer data, 
documents, and potentially even facilitating 

local Libyan forces.161

Somalia

In June 2007 it was reported that a joint 
US/UKSF mission had been launched 
in Somalia to try and track down foreign 

US investment in their Special Forces has 
dramatically increased (image credit: US Navy/ 
Wikimedia Commons)
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terrorists. DNA samples of those killed in 
the raids were apparently collected and 
analysed, with the hope of disrupting terror 
cells back in the UK.162

In March 2012 the former chairman of 
the Commons Counter Terrorism Sub-
Committee announced that “Somalia is 

engagement… there have been a series of 
incursions into Somalia by British troops… 
Our Special Forces wield a considerable 
amount of power in the region. There is no 
doubt we are involved in the war against al-
Shabaab.”163

In October 2013, an assault took place in 
the coastal town of Barawe, a location linked 
to the leadership of al-Shabaab. Al-Shabaab 
claimed that British and Turkish SF carried 

killed. An MOD spokesman said that “no UK 
forces at all” were involved.164

In March 2016, the same leaked memo 
that implicated UKSF in Libya also placed 
the spotlight on Somalia, with King Abdullah 
stating that his troops were ready with Britain 
and Kenya to go “over the border” to attack 
al-Shabaab in Somalia.165

In April 2016, a report emerged that UKSF 

al-Shabaab from a camp just north of the 
capital Mogadishu. The team was also cited 
as having a mission “to disrupt and stop al-

166

In February 2017, a report on US special 

on the border with Somalia claimed that 
there had been British (and other allied) 
intelligence and SF support.167

Yemen

In January 2016 the MOD admitted that 
British forces were present in the operation 
room in Riyadh for the Saudi air strikes 
against Yemen, but without having an 
operational role.168 

However, a report released in April 2016 
referenced interviews with British, Saudi and 

UKSF had occasionally taken the lead on 
joint UK, US, and Yemeni operations against 

AQAP,169 suggesting that the UK had at least 
been directly involved in the country, if not 

Afghanistan

In August 2015, reports suggested that 
members of the SAS and SBS had been 
sent back to Afghanistan to help US SOF 
to lead counter-terror strike operations 
against the Taliban and members of the ISIS 
splinter group that had established itself in 
Afghan territory. This was reported to be a 
step up from their previous mission to train 

withdrawal of British troops in 2014.170

Syria

In June 2016, reports began to emerge that 

from al-Tanf.171 A commander of the New 

British troops crossed over from Jordan 
after a wave of ISIS assaults, claiming that 
“they helped us with logistics, like building 
defences to make the bunkers safe.”172 

This was backed up by reports in July 2016 
of a Russian attack on the al-Tanf base a 
month before, apparently only a day after 
UKSF had crossed back into Jordan.173  In 
August 2016, the BBC published images of 
what it says are UK SOF at al-Tanf back in 
June, securing the perimeter.174 

A spokesman for the New Syrian Army 
refused to comment on the pictures of 
UKSF, but said: “We are receiving special 
forces training from our British and American 

equipment from the Pentagon as well as 
complete air support.”175

In August 2016, UKSF reportedly captured 
a senior ISIS commander after a battle near 
al-Tanf in support of the New Syrian Army.176 
It was also reported that Royal Marines 
would join SAS in training elements of the 
New Syrian Army in Jordan.177

Iraq

In August 2016, reports of UKSF on the 
ground began to surface despite the fact that 
Parliament had only authorised air strikes.178 
Reports claimed that the UK is reportedly 
leading a secret mission to capture Islamic 
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the authorisation for the use of force that 

precluded the deployment of ground troops: 

“[Parliament] notes the Government will 
not deploy UK troops in ground combat 
operations… and accordingly supports 

exclusively against ISIL in Syria; and offers 

Armed Forces.”186

Similarly, there has been no authorisation of 
military deployments to Libya despite large 
numbers of reports of UKSF action on the 
ground.187 In a recent report from the Foreign 

reports of UKSF operating in combat roles in 
the country, noting that:

Special Forces participating in combat with 
the comment by the Secretary of State for 
Defence in May 2016 that: 

we do not intend to deploy ground forces 
in any combat role. Before engaging in 
any military operation in Libya, we would 
of course have to seek an invitation from 
the Libyan Government, and would also 
have to involve this Parliament.”188 

Neither of these conditions were met. The 
internationally recognised Government 
of National Accord (GNA) has not invited 
the UK to play a combat role, and the 
UK Parliament has not been involved in 

called “We need greater transparency 
on UK military operations in Libya”, our 
analysis charted the full list of contradictory 
and confusing statements given by the 
government in denying the existence 
of plans to commit troops to Libya.189 
Nevertheless, the British system as it stands 
allows the government to deny the presence 
of UK troops in a combat role in Libya, even 
when it has a SF presence on the ground, 
regardless of the scale, duration, or nature of 
their role.

While a convention now exists that 
parliamentary approval will be sought once 
certain thresholds have been reached 
(including that the possibility of premeditated 
military action exists, and military forces are 

State commanders before a major assault 
on Mosul (May 2016),179 and that a UK SAS 
sniper had reportedly killed an ISIS suicide 
bomber in a village just north of Baghdad 
(Aug 2016).180

In October 2016, reports suggested that 
some 250 UK troops had been deployed to 
assist the retaking of Mosul, and a further 
250 had been deployed to assist the Joint 
Force training the Kurdish forces in Erbil.181

In November 2016, it was reported that 
British SAS forces had been given a hit list of 
UK terrorist targets in Iraq.182

In February 2017, reports began to emerge 
that UKSF who were supposed to have been 

advisers have been dragged into the battle 
for Mosul, spearheading attacks alongside 
US and local allies from the west of the 
city.183

The blanket opacity policy

society is our trust in our institutions and 
democratic oversight by parliamentarians 
of those who work so hard to keep us safe. 
We have that oversight with our police and 
with our security services, but we do not yet 
have it with UK Special Forces under the 
Intelligence and Security Committee or the 
Defence Committee.”

– Angus Robertson MP, member of the 
ISC184

“If they are classic Special Forces operations 
– sharply in, and sharply out – then you 
would need to maintain their secrecy. If they 
are part of a strategy you would expect that 
strategy to be overseen.” 

– Crispin Blunt MP, Chair of the Foreign 
Affairs Committee185

Lack of legislative oversight

It is an interesting quirk of British procedure 
that SF are automatically omitted from 
parliamentary discussions and authorisations 
of the deployment of UK ground forces. For 
example, despite the presence of UKSF 
in places like al-Tanf in southern Syria, 
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to be deployed in an offensive capacity)190 

argued that Special Forces are an “obvious 
exception.”191

In contrast to the lack of legislative oversight 
of UKSF, the actions of the intelligence 
services have been brought under increasing 
oversight since the start of the war on 
terror. The 2013 Justice and Security Act 

strengthened the ISC, giving Parliament 
greater powers to scrutinise the operational 
activities and wider intelligence activities of 
the government.192 

As well as MI5, MI6 (also known as the 
Secret Intelligence Service, or SIS), and 
GCHQ, the ISC examines the intelligence-

the Joint Intelligence Committee (JIC); the 
Assessments Staff; and the National Security 
Secretariat. The Committee also provides 
oversight of Defence Intelligence in the MOD 

193 An additional 
layer of scrutiny has emerged now that MI5, 

authorised to speak to the media.194 

There is no parallel parliamentary system 
to oversee the actions of UKSF. As their 
operations contain sensitive intelligence and 
security information, the Defence Committee 
of Parliament does not have the clearances 
needed to monitor them. The ISC, as the 
only Committee of Parliament composed of 
members with security clearance, does have 
the relevant permissions, but does not have 
the mandate, nor the resources. The Foreign 
Affairs Committee, although it reports on 
UK interventions abroad, does not have 
the clearances or the remit to include any 
information about UKSF outside of public 
media reports of their actions. In addition, 

exempt from the Freedom of Information 
Act,195 and any stories that are leaked 

Secrets Acts.196

In response to a parliamentary question 
from Yasmin Qureshi MP in July 2016 on 
whether the government would “assess the 
potential merits of appointing a committee of 
parliamentarians to oversee the operations 
and budget of special forces, similar to the 
functions of the Intelligence and Security 

Committee in respect of the intelligence 
services”, Michael Fallon, Defence 
Secretary, simply replied “No”.197

UKSF are overseen by government ministers 
and the National Security Council (NSC).198 
However, it is unclear what scrutiny is 
afforded in the case of UKSF commitments 
outside of areas of declared hostilities – 
like those currently taking place under the 
banner of counter-terrorism. 

Bodies such as the NSC operate by holding 

implemented over Libya during Operation 
Ellamy.199 It is unclear what role it has played 
in scrutinising UK strategy or activities in the 

the ministerial oversight of UKSF would also 
be hugely helpful. 
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The US approach

It is not the case in other countries that the actions of Special Forces are exempt from legislative 
scrutiny. For example, in the US, SOF are formally overseen by the Armed Services Committees 

Threats and Capabilities.200 The Subcommittees have often held hearings covering SOF strategy 
and policy in public, with SOF commanders giving testimony. For example, in 2014 Admiral William 
McRaven, Commander of the US Special Operations Command, gave wide-ranging testimony 
before the Senate Subcommittee, including details of SOF operational activity, analysis of the threat 
environment, force composition and deployment, and strategic approach.201

There are signs that Obama attempted to institutionalise greater accountability for SOF deployments 

(JSOC) operations were rarely briefed to Congress in advance — and usually not afterwards — 
because government lawyers considered them to be “traditional military activities” not requiring such 

be briefed to select congressional leaders.202 

It may even be the case that this increasing congressional oversight means that UKSF activities 
that are carried out alongside their US allies are overseen and scrutinised by Congress, even while 
they are not overseen by Parliament. For example, the new US National Defense Authorization Act 

individual or individuals.”203

This increased oversight occurred whilst a major expansion of SOF activity took place,204 and 
has seemingly not prevented JSOC, SOCOM and the CIA acting as powerful forces with a global 
reach.205

The Norwegian approach

Norway has gone one step further and adopted an approach whereby parliamentary authorisation 
is required before the deployment of Special Forces. For example, in May 2016 the Norwegian 
government announced that it would consult with Parliament about whether or not Norwegian 
Special Forces would be required to enter Syrian territory, and the authorisation came through in 
June 2016.206

rationale behind the deployment as the need to provide more support to local anti-ISIS forces, who 
were reportedly making better progress than previously expected.207

In December 2008, a similar vote went the other way, when then-President of the Parliament 
requested that the government be able to send Norwegian Special Forces to Afghanistan if NATO 
asked for them. On the grounds that the Norwegian contribution to Afghanistan was already one of 
the highest when compared to population size, the motion was rejected.208
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Culture of no comment and the blanket 
opacity policy

It has long been accepted that “
long-held policy is not to comment on 
Special Forces.”209 This means that the 

aspect of UKSF, including information about 

playing on the ground.

This blanket opacity policy effectively 
quashes informed parliamentary and public 
debate, and it has been used repeatedly 
over the last year to mask what appears to 
be a growing UK military response to ISIS: 

In February 2016, claims surfaced that 
UKSF were spearheading a “secret war” 
against ISIS in Libya, including covert 
discussions about supplying weapons 
and training armies and militias. The 
MOD responded that it is a “long-held 
policy… not to comment on Special 
Forces.”210

In March 2016, when a leaked memo 

in Libya since at least the beginning of 
2016, this was repeated: “It is our long-

on Special Forces operations.”211

In May 2016, a story began to circulate 

an ISIS suicide-truck heading for 

Ministry of Defence does not comment 
on Special Forces.”212 When a report 
later that month suggested that the 
SFSG and the SBS may be involved in 
planning an attack against ISIS in Sirte, 
a spokesperson replied that “The MoD 

Special Forces activity.”213

In June 2016, it was reported that 

against ISIS, this time in Syria. The MOD 
responded that “It is our longstanding 

Forces operations.”214

The only crack that we have observed in this 
policy followed a report in April 2016 about 
UKSF playing a leading role in some ground 
operations in Yemen.215 

Uncharacteristically, the government broke 
slightly with its usual no comment in its 
response:

“While it is a longstanding Government policy 
not to comment on Special Forces activity a 

We have previously provided counter-
terrorism capacity building support to the 
Yemeni Security Services to increase their 
ability to disrupt, detain and prosecute 
suspected terrorists in line with Yemeni 
rule of law and international human rights 
standards. Following the suspension 

February 2015 we suspended this activity. 
We continue to work with regional and 
international partners to tackle the threat 
posed by terrorist organisations including 
AQAP and Daesh-Yemen and to build 
regional capacity on counter terrorism. For 
operational reasons we cannot comment in 
detail on this activity.”216

increasingly rely on UKSF and other covert 
means of engaging in warfare, the release 

SF activity would help ensure that public 
debate and parliamentary scrutiny of UK 
military action overseas is not unreasonably 
restricted. Unfortunately, it is more often that 
we see the government cracking down on 
the release of this information than providing 
it.

In 2013, an ex-SAS serviceman opened a 
case against the London Metropolitan Police 
for unlawful arrest after he was accused 

leaking information to Sky News.217 The 
charges were later dropped after High Court 
judges found no grounds to suspect that 
information had been disclosed “which was 
likely to cause or to have caused damage 
to the security or intelligence agencies or to 
their work.”218 

In some cases, measures to restrict the 
appearance of stories about SF activities 
in the press seem to have been unevenly 
applied. For example, during the recent 
wars in Iraq and Afghanistan, a number of 

reported on,219 raising suspicions that these 
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MOD.220 However, when it came to a story 

role in the rendition of Iraqis and Afghans to 
prisons where they faced torture, the MOD 
swiftly obtained a court order to prevent 
further disclosures.221

The UK also operates a voluntary self-
censorship mechanism for the media when 
it comes to releasing material about UKSF. 
The Defence Advisory Notice System (also 
known as the D Notice System) is used to 
advise the media about whether publishing 
material they receive about UKSF might 
be harmful to national security. In addition 
to SF, the system covers information on 
military operations, nuclear and non-nuclear 
weapons and equipment, ciphers and secure 
communications, sensitive installations 
and home addresses, and UK Security and 
Intelligence Services.222

The committee that runs the system is 
not subject to the Freedom of Information 
Act 2000, or the Freedom of Information 
(Scotland) Act of 2002.223 It does, however, 
release some limited statistics about 
how many requests it gets for each of its 
categories. For example, the May 2015 
minutes note 27 requests for information 
about stories concerning UKSF in the six 
months preceding the meeting, and noted 
that extended dialogue and negotiation 
had been needed to get the advice of the 
Committee accepted.224 Compliance with the 
system does not, however, mean that editors 
are immune from being pursued under the 

225

While the system insists that “public 

and counter-terrorist policy and overall 
strategy does not impose a threat to national 
security and is welcomed by Government,”226 
a March 2015 review of the system notes    
that:                                                                            

willing of all the agencies to engage with 
the media (in spite of a certain amount of 

the media to judge the veracity of some of 
the stories that are put to them or to weigh 
the security implications [of publishing the 
information].”227 

Perhaps as a consequence of this lack of 
serious debate, when the media do pick 
up stories of UKSF in action, it tends to be 
in hyperbolic and nonsensical language, 
with headlines like “Hero SAS sniper kills 
four ISIS thugs with a SINGLE BULLET as 
they prepared to murder hostages using 

”228, “
sniper saves hundreds of lives by killing 
ISIS suicide bomber with just one shot”229 or 
recently “
ISIS terrorist with axe, frees sex slaves”230 

Rather than allowing the occasional leak of 

to hold the government to account over 

Unfortunately, in contrast to its allies, the 
UK has not chosen to do this (see box on 
following page).
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, 

, 

While it may seem to make sense for the SAS and other UKSF to have the right to operate outside 

administrations to publicly announce details of SOF deployments.231 This provides reporters, and 
the general public, with an important opportunity to question government strategy and debate the 

deployment of Special Forces to Syria. He reported that they would number fewer than 50 
personnel, and were being deployed to strengthen anti-ISIS forces. The statement came by way of 

troops in Syria had fundamentally changed.232 

In April 2016, Obama announced that he was sending an additional 250 SOF to Syria,233 with 
an additional 200 announced in December 2016 to aid the campaign to retake Raqqa from ISIS 
control.234

In November 2015, Canadian Prime Minister Justin Trudeau gave a press conference where he 

Forces in Iraq are operating under a mandate that allows them to accompany Kurdish forces up to 
and across front lines and into battle.235 

In a later statement, Trudeau estimated that only around 20% of Special Force activity in Iraq 
happens in forward positions close to the front lines, and that the remaining 80% consists of training 

Brigadier-General Michael Rouleau.236

In November 2015, then-Australian Prime Minister Tony Abbott announced that 200 Special Forces 
members had been cleared to deploy to Iraq, where they would begin to advise and assist local 

237 This was followed, in April 2016, by the announcement 
that the Australian Defence Inspector General had begun an investigation into the internal culture of 
the Special Forces. 

The Australian Chief of Army, Lieutenant-General Angus Campbell, agreed to a wide-ranging 
independent review following a period of high-intensity Australian Special Forces deployments in the 
post-September 11 period. In particular, their deployment to Afghanistan between 2005 and 2013 
has given rise to stories of unlawful behaviour and civilian casualties.238

Even France, who has a more restrictive approach to announcing SOF operations than many of the 

soldiers.239 

injured two members of its Special Forces in Erbil, Iraq.240

that the public should be kept as informed as possible, and that debate on SOF actions abroad 
should not be unreasonably restricted.
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Conclusions

UKSF are unique in their exemption from 
parliamentary oversight. Perhaps greater 
inspiration could be drawn from the process 
of improving the scrutiny of the intelligence 
agencies, where there was an attitude of 
acceptance that greater transparency is 

of the British Security Service (MI5) Andrew 

changing world we have to change too. We 
have a responsibility to talk about our work 
and explain it.”241 

The amount of information about UKSF 
action that becomes available through 

opacity increasingly outdated, and the 

be critically examined in light of the more 
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Case 3: sharing 
capabilities with allies

Introduction

capabilities, such as embedded troops and 

allies. These are long-standing practices – 
the UK has been embedding troops in allied 
forces since the 1950s.242 It currently has 
“over 250 exchange personnel in the armed 
forces of allies including the US, Australia, 
Canada, Netherlands, Italy, France and 
Germany”243 operating in places such as 
Afghanistan, Libya, Iraq and Syria.244 

The UK also has a long history of sharing 
intelligence with other countries, especially 
the US. In a range of agreements signed 
between 1946 and 1954 (known as the 
UKUSA Agreement) the US and UK 
committed to sharing signals intelligence, 

World War Two.245 The 1950 Burns-Templer 
Agreement oversaw military intelligence in a 
similar way.246 This is now one of the deepest 
and most comprehensive intelligence-
sharing relationships in the world.247 The 
core of this relationship is that between the 

Quarters (GCHQ).248

Capabilities sharing has a strong alliance-
building component. Embedding UK troops 
allows “UK military personnel to gain 
direct experience of key capabilities and 
equipment; make a positive contribution 
to our defence relationships with our 
closest allies; and can directly contribute to 

249 as 
well as “those of our allies.”250 

Intelligence is consistently portrayed as an 
area where the UK can “punch above its 
weight,”251 and in the 2010 SDSR, the UK 
government committed to “focus on areas 
of comparative national advantage valued 
by key allies, especially the United States, 
such as our intelligence capabilities and 
highly capable elite forces.”252 In 2015 this 
was echoed: “our special relationship with 
the US remains essential to our national 
security. It is founded on shared values, and 
our exceptionally close defence, diplomatic, 
security and intelligence cooperation.”253

The sharing of capabilities is far broader 
than assisting allies who are engaged 

capabilities sharing occurs between the UK 

that the UK is not considered to be a part 
of, which is where the lack of transparency 
can begin to raise serious questions about 
government accountability. For example, 
it was revealed that before parliamentary 
authorisation for the use of force in Syria, UK 
troops had undertaken strikes in the country 
while embedded in US forces and the UK 
was “providing intelligence and surveillance 
to support coalition partners… carrying 
out air strikes in Syria against ISIL.”254 
These activities were subjected to minimal 
parliamentary or public scrutiny.  Embeds 
are deployed after ministerial approval, and 
do not require authorisation or scrutiny from 
Cabinet or the rest of Parliament.255

Providing capabilities outside 
areas of declared hostilities

There is currently a lack of clear guidelines 
or procedures for how the risks are managed 
when providing capabilities and assistance to 

the UK is not formally a party. For example, 
according to the government, embedded 
troops, or embeds, are considered part of the 
force they are embedded in, following their 
chain of command and Rules of Engagement 
(ROEs); however, they must also follow UK 
RoEs and UK law.256 

ROEs are orders that “delineate the 
parameters within which force may be 
used”,257 and are set at the operational 

258 They 

between allies. However, there is a possibility 

UK law in some circumstances. For example, 
it has been reported that the UK has a zero-
tolerance policy towards anticipated civilian 
casualties when conducting strikes, whereas 
the US adopts more of a sliding scale of 

civilian casualties are permitted when striking 
high-value targets.259

The government has previously stated that 

precedent.260
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embedded in the International Security 
Assistance Force (ISAF) in Afghanistan held 
a “red card…that they [could] use to refuse 
or approve a mission request.”261 However, 
particularly when embeds are involved in 

formal role, greater clarity over how these 
risks are managed would be helpful.

In a public evidence session with the ISC 
in 2013, Sir John Sawers – the then-Chief 
of the SIS, also known as MI6 – said that 
in 2010 the UK worked “with over 200 
partners across the world.”262 He argued that 
intelligence agencies often must work with 
countries from where the threat to the UK 
is coming, which can involve working with 
countries that do not share our democratic 
values.263 He does, however, add that – to 
ensure the UK acts within the law – they 
seek assurances that “when we provide 
evidence it will be used lawfully.”264 Each 
intelligence-sharing partnership is governed 

by a Memorandum of Understanding 
(MOU), although these are not made public 
and requests to see the MOUs governing 
controversial partnerships such as that 
between the UK and Saudi Arabia have been 
refused.265 

While sharing capabilities with allies is a 
necessary and desirable part of UK defence 
and security policy, a number of cases have 
revealed that there are problems with the low 
levels of transparency and accountability that 
currently accompany these activities when 
the UK is providing capabilities to partners 

the UK was providing capabilities rather 
than directly engaging (as well as the fact 
that some of these activities were provided 
through the intelligence services) has 
allowed the government to be involved (and 
in some cases deeply involved) in overseas 

cases completely denying its involvement. 

“The Doughnut”, the headquarters of the GCHQ (image credit: Ministry of Defence/ Wikimedia Commons)
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Syria

In July 2015 the MOD revealed – in 
response to an FOI request by Reprieve 
– that UK troops were embedded in allied 
forces operating in Syria,266 and had 
been since Autumn 2014 (well before 
parliamentary authorisation of UK strikes in 
the country).267 Fallon admitted that: 

“Since the international Coalition 
commenced military operations against ISIL 
last year, up to 80 UK personnel have been 
embedded with US, Canadian and French 
forces. They have undertaken a range of 

and supporting combat and surveillance 
missions.”268

It also emerged three days later that “a small 
number of embedded UK pilots have carried 
out airstrikes in Syria against ISIL targets.”269 
This meant that as the UK Government were 
considering taking a vote on whether or not 

to engage militarily in Syria, members of 
the UK military were already engaged – but 
under the control of allied forces.

Though their numbers may have been low, 
troops were seemingly authorised to take 
a kinetic role in Syria, which is not always 
the case with embeds. Vernon Coaker, the 
then-Shadow Secretary of State for Defence, 
noted UK embeds in Vietnam were not 

marines embedded with US marines in 
Iraq in 2003 were “brought home” and US 
embeds in the British Army were not allowed 
to patrol the streets of Northern Ireland.270 

The fact that the UK Parliament had no 
forewarning of the combat role of British 
embeds caused widespread criticism. 
John Baron MP, a senior Conservative 
backbencher, claimed the Government had 

not taking the issue to vote in the House of 
Commons.271

UK drone pilots (image credit: Defence Images/ Flickr Creative Commons)
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Edward Leigh MP argued in the House of 
Commons debate that, while “we should 

hundreds of missions in perspective… the 
fact remains that we were given a solemn 
promise that if British service people were 
to bomb in Syria, we would be consulted.”272 
Similarly, Jennifer Gibson, of Reprieve, also 
argues that the fact “UK personnel have 
already been involved in bombing missions 
over Syria for some time” makes “the current 
debate over whether Britain should carry out 
such strikes somewhat obsolete.”273

Senior members on the opposition bench, 
such as Harriet Harman, the then-acting 
Leader of the Labour Party, and Coaker 
were also shocked they had not been briefed 
– even when they attended the National 
Security Council earlier that week.274

Before the UK Parliament gave authorisation 
for the UK to undertake strikes in Syria, 

also admitted that the UK was “providing 
intelligence and surveillance to support 
coalition partners… carrying out air strikes in 
Syria against ISIL.”275 For example, the UK 
played a role in the US strike against British 
computer hacker Junaid Hussain. According 
to reports from The Times, Hussain revealed 
his location by opening an internet link, 
which was allegedly sent by an “undercover 
agent after GCHQ and its US allies cracked 
encrypted Islamic State communications.”276 
US Col Patrick Ryder told the Guardian that 
the two countries consulted “with each other 
regarding the targeting of Junaid Hussain”, 
adding “both governments will continue 
to coordinate efforts to eliminate violent 
extremist organisations.”277 

Lieutenant-Colonel Nicholas Mercer, the 

questions.”278 This is particularly true when 
you consider the fact that, while the UK has 
admitted involvement in this successful strike 
against Hussain, it has kept very quiet about 
whether or not it was similarly involved in 

target, instead killing three civilians.279 

In November 2015, the UK government 
reported that it had worked “hand in glove” 
with the US in strikes against Muhammad 

Emwazi, or Jihadi John as he was dubbed 
by the media. The then-Prime Minister, 
David Cameron stated that the UK had 
been working “round the clock with the 
Americans to track him down” and insisted 
that the “contributions of both countries was 
essential.”280 The Telegraph also reported 
that the strike “was the culmination of 15 
months of intensive intelligence work by 
MI6, GCHQ and the CIA”, claiming that 
Emwazi had been “located either by GCHQ 
or MI6” who then gave this information “to 
the Pentagon, enabling the operators of an 
armed Predator drone already in the sky 
above Raqqa to spot the car in which he was 
travelling.”281

The International Business Times UK also 
described the intensive and sustained role 

stating that: “The Activity [a top secret US 
special operations intelligence unit] was just 

weeks trying to identify him.”282

These two incidents not only raise concerns 

but also about UK involvement elsewhere. 
Gibson argues: 

cooperation extended to operations in 
countries such as Yemen and Pakistan, 
where even US military generals are 

public urgently needs answers about the 
scope of UK involvement in both its own 
assassinations and those of the US.”283

Somalia 

Evidence suggests the deaths of British 
men Bilal el-Berjawi and Mohamed Sakr 
by separate US drone strikes in Somalia in 
2012 had some level of British involvement. 
The two men came and went between the 
UK and Somalia for a number of years 
and were suspected of involvement with 
al-Qaeda.284 The Economist claimed that 
after el-Berjawi was injured in a failed US 
strike in Somalia, he called his wife and the 
“telephone call seems to have been traced 
by British intelligence and the coordinates 
passed on to the Americans” – soon after 
this, el-Berjawi was killed in a successful 
strike.285
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There have also been other, albeit weaker, 

collecting and disseminating the intelligence 
needed for allies to take action against the 
two men. In an interview with CAGE before 
he moved back to Somalia, el-Berjawi 
claimed that, when being interrogated in 
Kenya, the level of detail his interrogators 
knew about his life in London led him to 
believe the UK was feeding questions 
to them.286 Nine months after el-Berjawi 
and Sakr moved to Somalia for the last 
time in 2009 they were stripped of their 
UK citizenship. The Snowden documents 
also reveal that around the same time 
their citizenship was revoked the US 

intently, collecting intelligence on him and 
intercepting communications – before 
eventually pinpointing his location.287

It is unclear what role the UK played; 
however, as the Intercept concluded, 

role in the targeted assassination of its 
own citizens.”288 The Economist similarly 
argues that the case raises some 
important questions, including: “Was the 
British connection a coincidence or a cool 
calculation? Did British politicians have any 
knowledge of the action?”289

Pakistan

The UK may have played a role in US drone 
strikes in Pakistan. The Snowden documents 
revealed a 2008 memo from the UK listing 

overview of satellite-phone communications 
of the Federally Administered Tribal 
Areas” (the area which has seen the 
largest share of US drone strikes in the 
country).290 A document from June 2009 
also shows GCHQ speaking about its ability 
to provide “tactical and strategic [signals 
intelligence] support to military operations 
in-theatre, notably Iraq and Afghanistan, but 
increasingly Pakistan.”291  

Leading experts have argued that it is likely 
the UK provided intelligence for US drone 
strikes. Michael Clarke, former director of 
the Royal United Services Institute (RUSI), 
said he would be “astonished” if the UK was 
“not giving their US counterparts information 
to help them locate terrorist suspects.” 

He said: “I believe it to be true that our 
intelligence information in certain cases has 
pinpointed targets for attacks and those 
attacks do amount to extra-judicial killing.”292 
Ben Emmerson, UN special rapporteur 
on counter-terrorism who has conducted 
a year-long investigation into the use of 
armed drones by the US, UK and Israel, told 
a UK parliamentary meeting last year that 
intelligence ties between the UK and US are 
so closely intertwined that it is “inevitable” 
such sharing had taken place293. He added: 
“It would be absurd if it were not the case.”294

The UK government has refused to admit 
any involvement. In 2012, when asked 

Foreign Secretary William Hague MP said: 
“Once you comment on one case you have 
to comment on many hundreds of other 

intelligence with, and on what subjects.”295

Yemen 

 In 
early 2010, a leaked internal report from UK–
US signals intelligence station RAF Menwith 
Hill in North Yorkshire suggested that a new 
technique was being used to identify targets 
“at almost 40 different geolocated internet 

296

Snowden documents also revealed how 
a joint US, UK and Australian programme 
through Overhead, a surveillance network 
“integrating satellite imagery with digital and 
telephonic communications”,297  supported 
a fatal US drone strike in Yemen in 2012.298 
They also revealed that these agencies 
developed their ability to track the location 
of individuals in Yemen.299 In 2014, Yemeni 
President Abdurabbo Mansour Hadi told 
Human Rights Watch that there was a “joint 
operation room” where the United States, 

advance” individuals who are “going to be 
targeted.”300

In April 2016, an article in Vice News by 
journalists Jack Watling and Namir Shabibi 

and sustained role” in the country between 
2001 and 2015.301 Britain reportedly had a 
very good “reservoir of knowledge, contacts, 
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and expertise” which formed the basis for a 
good human intelligence network. Once a 

Intelligence Agency (CIA) “would collaborate 
on preparing a Target Package — outlining 
the actionable intelligence.” Beyond this, 
the UK helped the Yemeni National Security 
Bureau (NSB) in gathering intelligence, Ali 
al-Ahmadi – NSB director between 2012 
and 2015 – said that SIS mentoring was 
“theoretical and operational.”302

The strike against Said Sadd, described in 
a separate article by the same writers, gives 
an insight into how this came together:

“… [Said Sadd] was found by an agent 

vehicle, allowing it to be picked up by the 
Overhead program …

The Overhead program, of which GCHQ is 
a part, then informed the CIA, who sought 

were mentoring, before routing a drone 
to intercept the car. It is likely GCHQ was 
tracking Saad as part of the program, before 
passing on the information for the strike.”303

apparently been pivotal. The piece describes 
how UK intelligence personnel were experts 
in the region, and in surveillance more 
generally. In the strike against Fahd al-
Quso it was also revealed that a UK agent 

have.”304

Despite its important role, the UK 
government did not admit to its contributions. 
It claimed “[t]he UK does not provide any 
military support to the US campaign of 
[drone] strikes on Yemen.”305 In a letter to 

UK is providing “any military support to the 
US campaign of Remotely Piloted Aircraft 
System strikes on Yemen” adding that it 
was “unaware of any multinational control 
centre” of the sort reportedly described by 
the Yemeni president.306 Only much later 

a rare statement – suggest that “we have 
previously provided counter-terrorism 
capacity building support to the Yemeni 
Security Services” but that operations had 
now ended.307

coalition

the country. After the Arab Spring, President 
Ali Abdullah Saleh was overthrown and his 
deputy Abdrabbuh Mansour Hadi oversaw 
the formation of a power-sharing government 
and began implementing reforms. However, 

and the Houthi rebels, a political movement 
dominated by Zaydi Shia Muslims,308 

formed an alliance and forced Hadi out of 
the country. In defence of Hadi, a Saudi-
led coalition (made up of Bahrain, Kuwait, 
Qatar, Saudi Arabia and the United Arab 
Emirates (UAE), Egypt, Jordan, Morocco, 
and Sudan) began airstrikes against the 
Saleh-Houthi rebel alliance in Yemen in 
March 2015.309 These strikes have been 
heavily criticised and the Saudi-led coalition 
has been accused of human rights abuses 
by a number of groups, including the UN310 
and Amnesty International.311

Amidst the subsequent instability, human 
intelligence networks “fell away”312 but the 
UK appears to have continued playing a role 
in the country. Initially the UK government 
was openly supportive of the Saudi-led 
coalition. For example, Agence France 
Presse quoted the then-British Secretary 
of State for Foreign and Commonwealth 
Affairs, Philip 
support the Saudis in every practical way 
short of engaging in combat.”313 As the 

government has been caught between 
claiming enough knowledge and oversight 

continuing its arms sales to them – which 
at £3.3 billion represents 45% of UK arms 
exports314 – and distancing themselves from 
the decision-making process enough to deny 
any responsibility for the disasters that have 
occurred.315 

As such, it has maintained that its role 
is limited to improving compliance with 
international law but maintains it is not 
involved in operations in Yemen.316 As 
Rory Stewart, Minister for International 
Development stated: “We provide training 
and capacity support, which includes 
statements about international humanitarian 
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, , 

law, but that is not about this military 
operation—that is in general for the royal 
Saudi air force.”317 

Despite these claims, the UK appears to 

through the Joint Combined Planning Cell 
(JCPC) HQ. The JCPC was set up in 2015 
to arrange US support to the Saudi-led 
coalition, including knowledge sharing.318 In 
June this year, Saudi foreign minister Adel 

and control centre. They know what the 
target list is, and they have a sense of what 
it is that we are doing.”319 While he argued 
that neither country played a role in selecting 
targets, it was clear they are intimately 
involved.320

In response, the MOD admitted that British 
forces were present in the operation room 
for the Saudi air strikes against Yemen, but 
claimed they do not have an operational 
role.321 Later, Ellwood explained that the UK 

to monitor the current situation in Yemen and 
facilitate communication with the coalition.322 

The US has admitted to intelligence-sharing 
with the coalition323 – though it argues this 
has been reduced.324 

In the First Joint Report of the Business, 
Innovation and Skills and International 
Development Committees of Session 2016-
17, “The use of UK-manufactured arms in 
Yemen”, the Committee complained that:

“We were told that UK personnel are not part 
of the intelligence planning cells, but that 
they are in the Joint Combined Planning Cell 
HQ. We also heard that UK personnel are 
in Saudi Arabia to train, educate and teach 
best practice, which includes understanding 
IHL and training air crews and planners how 
to go about assessing targets for the future, 

training, they do not provide advice on IHL 
compliance, and they have no role in the 
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which there is much confusion and greater 
clarity is needed.”325

Patchy government transparency

Scrutiny of embedded troops

Internal mechanisms for overseeing the 
sharing of UK capabilities with allies do exist. 
As Fallon explains: “Ministerial approval 
is required for UK embeds to deploy with 
allied forces on operations” before each 
new deployment.326

“predecessor gave approval for embeds 
with American forces to participate when 
they were due to be deployed” and then he 
“gave a similar approval in the autumn of last 
year, and … subsequent approval when the 
Canadian forces were deployed earlier this 
spring.”327

Experts claim that governments “will have 
negotiated in advance how pilot exchange 
schemes will work in the event of a unit 
being sent on operations.”328 It was also 
reported that “[t]he MoD agrees each 
deployment and continually monitors the 
permissions granted to embedded troops.”329 

personnel were involved in US operations 
and what they were doing.”330

In terms of transparency over these 
operations, Fallon has said that while “it 
has been standard practice not to publicise 

forces”, the UK government “will always 

so.”331

past replies to “a number of parliamentary 
questions asking for details of embedded 
forces” as proof of this.332 After it was 
discovered UK embeds were operating 
in Syria, Fallon committed “to increased 
transparency by publishing an annual update 
to the House on embedded personnel.”333 

it shows the number of UK personnel 
embedded on 30th November 2015.334 A few 
months later, the MOD released the number 
of UK troops embedded on the 31st March 
2016 in its annual report and promised 
to release more later this year - however 
nothing else appears to be have been 
released so far.

However, the annual update provides very 
little information, and has been criticised for 
being “hopelessly vague.”335 For example it is 
unclear what it means operationally if troops 
are embedded in Coalition HQs. Moreover, 
the information represents a snapshot of 
the number of troops embedded on one 
day meaning it provides no insight into the 
continuation or trends of these operations.

On the release of these details Fallon 
claimed that “[f]or operational and personal 
security reasons the information that can 
be routinely released is limited.”336 Jennifer 
Gibson said: “This is a long way from 

Host nation / headquarters Embedded HQ staff

Australia - 2

Canada - 2

France 3 5

New Zealand - 3

Spain - 1

United States of America 13 17

Coalition HQs 94 -

EU HQs 18 -

NATO HQs 9 -

UN HQs 10 -

Total 147 30
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real transparency. It is impossible to tell 
what operations or even what countries 
these personnel are active in, making this 
information almost worthless.337 Lord Touhig, 
Shadow Spokesperson for Defence, noted 
that for the “the large majority of them, 
94, in coalition HQs” Parliament does “not 
even know where they are, yet they are 
under the command of the power of another 

Parliament has not even been told.”338 

There is also limited opportunity for 
Parliament to scrutinise potential 
deployments. Andrew Slaughter MP asked, 
during a debate, whether the government 
would halt the number of embeds “until [a] 
vote [on Syria] has taken place”, to which 
Defence Secretary Michael Fallon answered 
“[s]o far as any further vote in the House is 

timetable.”339

Attempts to get more information about the 
operations of embeds have not brought 
many fruitful results. When asked in a 
Reprieve FOI request whether UK personnel 
had been involved in strikes, the MOD 
said: “The UK does not hold information 

strikes/ISR [intelligence, surveillance 
and reconnaissance] sorties conducted 
by embedded personnel.”340 In response 

Government, stated: “I am withholding 
information about weapons released by UK 
personnel embedded with the United States 
Air Force on operations in Afghanistan and 
Libya.”341 As Reprieve noted, with regards to 
an FOI investigating the role of UK embeds 

refusal to clarify appears at odds with 
comments made by [Fallon], who has said 

personnel embedded with other countries 
342 

Fallon argued in a debate on 20th July 2015 
“we do not publicise the embedding because 
these are operations of other countries.” 
When asked why the issue of embedding 
troops in Syria was not brought before 
Parliament, Fallon said: “There are no UK 
military strikes in Syria, but I have explained 
to the House that where our personnel 
are embedded with other forces, they are 

that are approved by their procedures and 
Parliaments.”343 This sentiment was repeated 
in April last year when, in a statement, Fallon 
argued: “The [War Powers] Convention 
does not apply to British military personnel 
embedded in the Armed Forces of other 
nations as they operate as if they were the 

344

Oversight of intelligence-sharing

In contrast to the continuing lack of 
transparency over embeds in combat 
roles, in recent years there has been some 
opening up of intelligence activities, including 
the creation of the ISC, the adoption of more 
open recruiting procedures, the public-facing 
role of agency heads, and the publication of 

345 The UK government 
also argues that intelligence-sharing 
activities are subject to comprehensive 
oversight. For example, the Minister of State 
for Foreign Affairs, Hugh Robertson MP, 

with the US is undertaken within a robust 
legal framework, and is subject to rigorous 
ministerial, parliamentary and judicial 
oversight.”346

Ministerial oversight is provided by the 
overseeing Cabinet Minister, which for the 
SIS and GCHQ is the Secretary of State for 
Foreign and Commonwealth Affairs. Staff at 
these agencies are accountable to its head, 
who is held accountable by the Foreign 
Secretary.347 This is done through one-on-
one meetings348 and escalating concerns and 
approval for certain operations.349 Sawers 
spoke of the workings of this relationship in 
2010 when he said: 

“I answer directly to the Foreign Secretary…

authorisation or entail political risk, I seek 

If a case is particularly complex, he can 
consult the Attorney General. In the end, the 
Foreign Secretary decides what we do… 
Submissions for operations go to the Foreign 
Secretary all the time. He approves most, 
but not all, and those operations he does 

that.” 350

The Joint Intelligence Committee (JIC) also 
provides high-level oversight and advises 
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procedures are proper and lawful.”363 The 
remit of these commissioners is limited to 
legality, often meaning the bulk of decisions 
are granular judgements about very 

of commentators commended the former 
Intelligence Service Commissioner, Sir Mark 

in the Supplementary to his Annual Report in 
2015.364  

Unfortunately, the role of Intelligence Service 
Commissioner was abolished under the 
Investigatory Powers Bill (IPB), with its 
responsibilities being taken over by the 
Investigatory Powers Commissioner.365 
This new position (which will be held by 
Lord Justice Fulford) will be responsible for 
overseeing how the new powers given to the 
law enforcement, security and intelligence 
agencies are used.366 David Anderson 
Q.C, the former Independent Reviewer 
of Terrorism Legislation, is optimistic that 
the new “beefed-up Investigatory Powers 
Commission” (which the commissioner will 
sit at the top of) will “undoubtedly wish to 
scrutinise very carefully the arrangements 
that are put in place for the sharing of data 
with overseas authorities.”367

Anderson himself has provided important 
oversight. His position allows a high level 
of access, which he claims is “impressive, 
and has few parallels in other countries.”368 
With this access he has written reports and 
recommendations on terrorism legislation;369 
for example, he made recommendations 
for the new Investigatory Powers Bill (IPB) 
– including on the nature of intelligence-
sharing.370 Many of these recommendations 

recently been replaced by Max Hill Q.C., so 
time will tell how this changes the dynamics 
of the role.371

Nevertheless, some improvements in 
transparency and accountability have felt 
rather forced. For example, following public, 
parliamentary and media pressure after 

and torture programmes was revealed,372 
Reprieve sued the British government to 
publish its “torture policy” and “under court 
pressure” it published the Consolidated 

Personnel on the Detention and Interviewing 

under the authority of the Secretary of the 
Cabinet, and its permanent members are 
from other governmental bodies, including 

MOD and the intelligence agency heads.351 
The Committee advises policy makers on 
the “priorities for intelligence gathering”, as 
well as “assessing the results.”352 While its 
remit is primarily focussed on monitoring 
and assessing potential threats to the UK, 
it does provide “oversight of the intelligence 

the Professional Head of Intelligence 
Analysis.”353 Its assessments also feed into 
the NSC.354

These NSC meetings provide inter-
departmental and executive oversight. 
It is chaired by the Prime Minister and is 
“the main forum for collective discussion 

security.”355 It works to “coordinate and 

security agenda”, and decide upon the 
strategic direction of British foreign, defence 
and security policy.356 As Sawers said in 
a speech outlining the workings of SIS 
in 2010: “Ministers tell us what they want 
to know, what they want us to achieve. 
We take our direction from the National 
Security Council.”357 The NSC can discuss 
even the most sensitive of operations and 
relationships and so provides a vehicle and 
forum for such discussions at the top level 
of government, which was arguably missing 
before.358

Judicial oversight used to be provided by 
intelligence commissioners. There are two 
intelligence commissioners (Intelligence 
Services Commissioner, Sir John Goldring,359 
and the Interception of Communications 
Commissioner, Sir Stanley Burnton360), who 
are former judges appointed by the Prime 
Minister to, among other things, “keep 
under review the exercise and performance 
of the powers and duties imposed on the 
intelligence services.”361 

The heads of intelligence agencies have 
stressed the power commissioners have. 
Sir Iain Lobban former Director of GCHQ, 
said he talked to the commissioners “about 
[GCHQ] methods.”362 Sawers also argued 
that the commissioners “have full access 
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of Detainees Overseas, and on the Passing 
and Receipt of Intelligence Relating to 
Detainees.373

The Consolidated Guidance itself is 
an excellent example of the type of 

operations that can be achieved – albeit 
under huge pressure.374 It makes efforts to 
provide intelligence and military personnel 
“with some much-needed certainty [on] the 
principles which govern the interviewing 
of detainees overseas and the passing 
and receipt of intelligence relating to 
detainees.”375 Importantly, as Waller states, 
it also clearly states that: “If ministers 
ultimately conclude that there is a serious 
risk of torture which cannot be adequately 
mitigated, they will not be able to authorise 
the contemplated action and maintain 
compliance with the absolute prohibition on 
such conduct.”376 Having something similar 
on the principles governing UK intelligence-

strike programme would do much to alleviate 
concerns about the legal implications of the 

The role of the Intelligence and Security 
Committee

The ISC is the only parliamentary committee 
to have members who are security cleared, 
and it provides parliamentary oversight 
(albeit often in closed hearings) of the 
intelligence agencies.377 Its establishment 
in 1994 was an important step forward in 
intelligence agency accountability in the UK, 
bringing the agencies out of the shadows 
and giving them more of a public platform. 

There have been some attempts to address 
early criticisms that it was too close to 
government378

knowledge of the operational work of the 
Agencies”379 to wish to challenge them. 
In 2013 the Justice and Security Act 
increased its remit to “the wider Government 
intelligence community (beyond the three 
security and intelligence agencies)” and gave 
it “retrospective oversight of the operational 
activities of the Agencies on matters of 

gained the ability to demand information 
“subject only to a veto by the Secretary of 
State”;380 and the system was changed for 
appointing members so that instead of being 

handpicked by the Prime Minister, members 
must be approved by Parliament.381 The 
budget of the ISC was doubled in the same 
year, to £1.3 million.382 

However, even in the face of improving 

remain. For example, in the Supplementary 
to his annual report, Waller said that when 
investigating the death of Lee Rigby, both 
he and the ISC found that the SIS had 
“a troubling tendency to be defensive 
and unhelpful, it provided inaccurate and 
incomplete information and generally sought 
to “fence” with and “close down” lines of 
inquiry, rather than engage constructively.”383 
While Waller said he did not believe this was 
done maliciously he said the effects were 

384

This is especially problematic when the work 
of intelligence agencies must remain secret. 
This means the bodies overseeing them 
are dependent on them providing all the 
information; if intelligence agencies are not 
doing this, then the overseeing mechanisms 
will not work properly. As noted earlier, Jaffey 
has expressed concern that a judge giving 
a “yes” or “no” answer, who is dependent 
on intelligence from the organisations it 
oversees and lacks anyone to provide an 
adversarial opinion will struggle to make a 
fully thought out judgement.385

Waller also stated that, during his 

with his own, he said the SIS:

“…have a duty to work with persons 
reporting on them …and adopt a 
constructive and expansive approach to 
their investigations which answers the 

which seeks to illuminate the surrounding 
landscape and other possible lines of 

approach when I carry out my inspections, 
but that it has failed to act in the same way 

386 

This adds to continued questions around the 

even in light of the reforms. The Economist 
argues that “[u]nlike its counterparts in 
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and it has failed to make much impact.”387 
Intelligence expert Anthony Glees also 
argues the ISC still needs a bigger research 
staff.388 Sean Kippin concluded that the ISC 
“remains an imperfect and very limited body 
for the regulation of the large, powerful, 
and secretive intelligence services. Despite 
recent reforms … it is still a body over which 
the government and Prime Minister exercise 

389

Reyaad Khan case will be an important test; 
however, claims by The Times, in February 

the information it had been provided on the 
strike are not promising.390

There is also reason to believe that the ISC 
has unhelpfully monopolised intelligence 
issues; in 2003 when the Foreign Affairs 
Committee was undertaking its investigation 

in Iraq, it noted that it had enjoyed better 
access to intelligence material and agents 
in inquiries before the creation of the ISC.391 
Moreover, it was frequently being denied 
access to information “on the grounds that 
Parliamentary scrutiny of those agencies is 
carried out by the ISC.”392 

Finally, it is unclear how oversight bodies are 
able review activities that the government 
denies it is a part of. For example, in 2012, 

US strikes in Yemen and said he found “a 
cloud of secrecy” even for “basic answers 
in relations to policy, criteria” and rules 
governing the exchange of intelligence 
with the US.393 In 2014 (when the UK were 
playing a pivotal role in the US drone 
campaign in Yemen)394 Hugh Robertson 
MP, said “drone strikes against terrorist 
targets in Yemen are a matter for the Yemeni 
and US governments.”395 The same year, 
when Tom Watson MP asked the Foreign 

intelligence-sharing relationship with the 
US in light of its “targeted killing…outside 
Afghanistan” Robertson retorted that “[i]t is 
a long-standing policy not to comment on 
intelligence matters.”396

When the Snowden documents raised 

drone strikes in Yemen and Pakistan in 
June 2015, the government simply said: “It 
is the longstanding policy of successive UK 
governments not to comment on intelligence 
operations…We expect all states concerned 
to act in accordance with international 
law and take all feasible precautions to 
avoid civilian casualties when conducting 
any form of military or counter-terrorist 
operations.”397 Similarly, in 2016, when faced 
with revelations about Menwith Hill, GCHQ 
cited a “long standing policy that we do not 
comment on intelligence matters.”398 

Whilst giving evidence to the Bundestag, 
Richard Aldrich, Professor of International 
Security at the University of Warwick, 
recounted an incident when an intelligence 
agent, worried about the legality of providing 
intelligence to a country in West Africa, 
had asked to see the Memorandum of 
Understanding between the two countries; 
however, the agreement could not be 
found.399 If these cannot be readily found 
within the agencies themselves, it is unclear 
how easily they can be found when required 
by oversight bodies.

Conclusions

Embedding troops in foreign forces and 
sharing intelligence are both important 
activities but both can present a number of 

level of transparency and accountability. 

The fact that British personnel were able 

through these methods with minimal 
scrutiny could have a detrimental impact 
on the effectiveness, accountability and 
legitimacy of UK operations abroad. 
Clarifying the policies under which exchange 
of embeds and intelligence happens, as 
well as clarifying how certain dangers are 
mitigated would be welcome steps forward. 
The government has already shown 
that this can be done by producing the 
Consolidated Guidance on torture, which, 
though imperfect, lays out its commitment 

identify and mitigate risks.
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Conclusion: greater 
secrecy is not always 
good strategy
As the Birmingham Policy Commission 
concluded at the end of its ground-breaking 
review of the security impact of drones: 

“…there is one theme that has recurred in 
all our deliberations as a Commission… it 
is the need for clearer, more forthcoming 
public communication and transparency on 
the part of the UK government, and the MoD 
in particular. Without this, the essential and 
immediate groundwork for the long-term 
policy choices… cannot be laid.”400 

There are currently limited opportunities to 
scrutinise UK strategy, judge the success 
or failure of policies, evaluate the needs of 
military personnel, or suggest alternatives 

public domain about what the government 
is doing. This may well seem like an 
advantage, as it offers the government a 

the complex security threats that the UK 
faces. However, as much of the analysis 
in this report has shown, the insistence 
on blanket opacity when it comes to many 
forms of remote warfare seems increasingly 
untenable, and of shrinking strategic 
advantage in a climate where winning wars 
appears increasingly dependent on winning 
narratives.

military action overseas even once there is 
reasonable information in the public domain 
may serve to fuel the popular feelings of 
distrust and risk-aversion that the secrecy 
surrounding much of remote warfare seems 
designed to circumvent. Despite the fact that 
opacity is permitted under current rules, it 
can appear disingenuous to deny the scale 

even against the backdrop of information 
leaks and media coverage. This could 
increase mistrust between the government 
and parliamentarians who feel they are being 
misled, and that they are unable to properly 
scrutinise government strategy at a crucial 
time for national security.

For example, the claim that the UK has no 
boots on the ground in places like Libya 
and Syria even while there is a steady 
feed of information surfacing in the media 
of UK Special Forces conducting combat 
operations alongside their local allies. 
Or the fact that the UK is present in the 
operations room for Saudi strikes against 

that continuing to sell arms is legitimate, but 
that it has no responsibility for the actions 
of the Coalition when human rights abuses 
are widely reported. Or the impression that 
the government would respect the defeat 
of the parliamentary vote on military action 
in Syria, only for information to surface that 
UK embedded troops had been carrying out 
strikes under US command. 

There is of course a balance that needs to 
be struck between the need for secrecy to 
provide security and the need to open up 
the choices of government to scrutiny and 
debate. However, current policies do not 
seem up to the challenge of dealing with the 
ways in which warfare is changing, let alone 
the rapidly expanding access to information 

to guarantee secrecy when they intervene in 

One major scandal could result in huge 

engagement abroad, as could a steady drip 
of media information that raises suspicions 
and fuels accusations of government 
deception. With secretive yet growing military 
commitments to counter threats from groups 
like ISIS in Iraq, Syria and Libya, or al-
Shabaab in Somalia, or al-Qaeda in Yemen, 
now is the time for the government to step 
up and level with the public about what it 
is doing. Not only because that is the right 
thing to do, but because it is necessary.
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Special Forces 

 - The no comment policy on Special 
Forces should be amended so that the 

endanger any operation or personnel.

 - Special Forces should be overseen by a 
parliamentary committee

 - In line with practice for the intelligence 
agencies, Special Forces should be 

engage with the media D-Notice system, 
allowing journalists to verify stories and 
prevent the publication of information 
that may be harmful to operations.

 - The government should clarify the force 
structure of British Special Forces, 
including the conditions under which 
SFSG, the Special Reconnaissance 
Regiment and the new Special Infantry 
Battalions fall under the command of 
the Director of Special Forces and are 
subject to the same no comment policy, 
and whether armed drones operating in 
support of Special Forces would also be 
exempt from disclosure.

 - The government should clarify what, if 
any, NSC oversight of Special Forces 
activities exists outside of declared 
operations such as during Operation 
Ellamy in Libya in 2011.

Policy recommendations

Armed drones

 - In line with best practice from the US 
and Israel, the government should 
publish its policy surrounding its use of 
targeted killings, including:

 - The government should formalise 
the automatic post-strike scrutiny of 
intelligence by the ISC when the UK 
undertakes strikes for targeted killing.

 - The non-state groups that are 
considered legitimate targets.

 - The criteria used in the selection of 
targets and precautions incorporated 
in such criteria.

 - The authority or decision-making 
chain.

 - Information regarding the legal 
frameworks (including UK and 
international laws and policies) that 

situations in which an armed drone 
may be used for targeted killings.

 - What, and whether, right of recourse 
exists in the case of erroneous 
targeting.

 - Whether other methods are 
automatically exhausted before the 
use of lethal force (e.g. capture).

 - Whether there are special measures 
in place for lethal strikes against UK 
citizens.

 - This should be accompanied by 
a clear declaration of the grounds 
for the government to withhold 
information from the ISC that may 
be relevant to its investigations, and 
whether the ISC has the right to 
appeal.

 - This should also be accompanied 
by a clear commitment to announce 
such strikes publicly, as was done in 
the case of the lethal strike against 
Reyaad Khan.

 - Currently, the only committee with 
both the trust and the security 
clearances to be briefed on Special 
Forces is the ISC, which is a logical 

aspects of Special Forces activity.

 - However, were the government 
to relax the no comment policy 

Special Forces to be released, this 
information could form the basis 
for scrutiny by the Defence and 
the Foreign Affairs Committees as 
appropriate
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Intelligence-sharing

 -
how Memorandums of Understanding 
between the UK and other nations are 
overseen and how human rights and 
other risks arising from partnerships are 
mitigated.

 - As in the case of the Consolidated 

Service Personnel on the Detention and 
Interviewing of Detainees Overseas, 
and on the Passing and Receipt of 
Intelligence Relating to Detainees, 
the government should release a 
Consolidated Guidance on the provision 
of intelligence for allied drone strikes.

 - The government should clarify how the 
Investigatory Powers Commissioner will 
take over the roles and responsibilities 
of the Intelligence Commissioner 

Consolidated Guidance to Intelligence 

Detention and Interviewing of Detainees 
Overseas, and on the Passing and 
Receipt of Intelligence Relating to 
Detainees.

Embedded troops 

 - The government should clarify the terms 
under which embedded personnel are 
authorised to take part in the active 
combat operations of allies. We have 
seen (in the case of Syria) that this is 
possible, but we have also seen (in the 
case of Vietnam) that this is sometimes 
denied.

 -
commitment, details about the number, 
purpose, and locations of embedded 
military personnel should be published 
every year and should be made 
available on request to parliamentarians. 
Future updates should include:

 - In line with other combat 
deployments of regular personnel, 
the deployment of embedded military 
personnel into combat situations, 
or in support of combat operations, 
should be subject to the War Powers 
Convention.

 - The role/purpose of the personnel 
deployed

 - Where they have been deployed 
(including the countries of the 

in)

 - Aggregate statistics for the year, 
rather than a snapshot of statistics 
for one day
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